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Ⅰ. Overview
1. Introduction
1.1 Purpose 


This Software Requirements Specification (SRS) provides a description of all the functions, specifications, external behaviors, design constraints, requirements (both functional and nonfunctional) and other factors necessary to provide a complete and comprehensive description of the user-interfaces within the proposed SafeHome product.

1.2 Document Conventions

This document is written in a manner that groups the requirements with related functionalities/features. Also, each function/feature has its own priority, which is shown in the description for the function/feature. For more specific priorities within a function/feature, we stated the priority at the end of each sentence in the “< >”. Thus, the overall arrangement of this documentation is independent of priority; requirements are just grouped and listed.

Every chapter (title) is numbered starting from 1. Each subtitle within a chapter is displayed by attaching a ‘period’ to the chapter number followed by a number, which also starts from 1. In this sense, it is possible to determine whatever depth of the subtitles.


We used ‘Times New Roman’ font with ‘bold’ option when writing titles and subtitles. The main title has a size of 18 and the following subtitles have a size of 14, 12, and 11 respectively.  Other texts are written in ‘맑은고딕’ with size of 10.
1.3 Intended Audience and Reading Suggestions

This document is intended for professor and TAs in CS350, Introduction to Software Engineering, and Team 2. We suggest the audience to read this document starting from introduction and overall details to system features. 

The first part of this documentation is about the overall description and introduction about the SafeHome project. ‘Introduction’ mainly includes the purpose, documentation convention, reading suggestions, and project scope. The ‘Overall Description’ mainly includes project perspective, project features and operating environment. So reading this part at the first step would be helpful in understanding this documentation.

The second part deals with technical specification, which is the system features. This part is divided into mainly five groups; security features, surveillance features, home management features, communication features, and webapp features. In each division, there are more specific features that explain the detail of each group. Each feature that consists the group has its own format to organize the information that should be included in the feature; description, scenario; qualification provision, constraints, priority, and special requirements. This section will provide you with most of the information that is needed in understanding how SafeHome works and what it covers.

The third part considers various interfaces that are related to the SafeHome. It is mainly divided into three parts; user interface, which describes the interface between the user and the software; hardware interface, which describes the logical and physical characteristics of each interface between the software product and the hardware components of the system; and software interface, which describes the connection between SafeHome and the webapp, that the user will use to remotely control the product. By this chapter, you will understand the overall interfaces that are closely related to the SafeHome.

The last part is the appendix. However, as we have included much information in the appendix, reading the appendix while relating it to the previously written document should be helpful. (We organized the overall documentation so that it would be easy for the readers to relate the related information.)  Appendix A is the traceability table that shows what requirement is related to what requirements. This would help you understand the dependencies between requirements.

Appendix B1 is about the use-case descriptions that was made based on the information that we organized in the “System Features”, in chapter 3. Each use-case description is a unit functionality corresponding to functions in SafeHome. By reading this part, you’ll get somewhat clear idea how the SafeHome works with the actors
.

The latter part of Appendix B is concerned with various diagrams that represent the requirements. Each type of diagram has a different perspective to reflect as much as we can about the requirements. Therefore, reading Appendix B as a whole will be the best way to understand the requirements.

Appendix C is glossary. When there is a word that needs a definition, we included in the appendix, while showing where the term can be found.
1.4 Project Scope


One of the things that threaten people these days is home intrusion, which includes unlawful entries like robberies. The SafeHome software concentrates on preventing unwanted intrusions, while giving the owner the full control of one’s home. Also, with SafeHome, the user can manipulate and monitor many things around the house through various interfaces. Thus, the purpose of the SafeHome product is to provide users with a high-quality security system along with home management system that they can trust.
1.5 References


The proposed requirements and features detailed in this document have had some influence from other Safe Home projects. The following lists the resources used in the creation of the features and attributes for this project:
• Software Requirements Document for Safe Home Framework
o Authors : Yu Cao, Josh Dehlinger, Ruchi Dhingra and Jinchun Xia
• UML for Java Programmers
o Authors : Robert C. Martin
• UML and the Unified Process
o Authors : Jim Arlow, Ila Neustadt
• The Sun (referred to customer support)
o http://www.sun.com
• Telelogic Homepage (referred to Rhapsody manuals)
o http://www.telelogic.com
• Wikipedia-HVAC
o http://en.wikipedia.org/wiki/HVAC
• SRS template

o http:// www.processimpact.com
2. Overall Description

2.1 Product Features


The home security function provides user with monitoring system, alarm system. There are various situations when the user will have to type in the password, and the home security will verify the password for the user. Along with this, home security functions include monitoring the house based on home-wise distributed alarms and detecting events when the alarm goes off. In this situation, the SafeHome notifies the owner and makes sure that the owner is aware of the alarm situation.


The home surveillance mainly focuses on viewing camera that is located around the house. When the user logs in to the webapp, cameras are located on, or beside the FloorPlan. The user can choose the camera that one wants, and view them through the webapp pop-up screen. As one views the house through the camera, zooming and panning functions are offered. Thus, one can make the camera zoom in and out, and move the camera around among certain degree. Also, the camera automatically records the view for certain amount of time, and the user can an additional recording.


Home management functions maintain home lightings and HVAC functions.  The user can log in to the webapp and control the lighting of the house remotely. HVAC, which stands for heating, ventilating and air conditioning, controls the overall environment of the residence. Heating and air conditioning mainly focus on living room temperature, and they are activated automatically according to it. Ventilation system focuses on catching the unnatural rate of carbon monoxide and carbon dioxide around the house. It also recharges the house with fresh air regularly. Home management function also provides user with remote controlling of audio and visual. Also, changing home status is also part of the home management.


Communication management function regards answering machine. In the answering machine, each member of the family has its own account and the phone calls are classified to each account according to the phone numbers that are stored in advance.


Webapp functions concentrate on the web page of the SafeHome. Webapp provides SafeHome general information to the users, and users can register an account or delete one’s account through the webapp. After purchasing the SafeHome, the user has many changes logging in to the webapp, and the webapp will be in charge of validating the user. Also, the webapp provides users with FloorPlan, which the customers can describe according to their home’s blueprint. Components such as lights or sensors can be added to the FloorPlan, and the real purchase can be done based on the FloorPlan. The webapp also provides technical support, and the customer can also contact the SafeHome company whenever they need to.

2.2 User Classes and Characteristics


We are expecting customers such as families or singles who are highly concerned with their home security and management. Thus, this product focuses on ordinary residence and secondary users such as maintenance people or visitors.

The primary users are those who actually buy the SafeHome. In most cases they will be the ones who own the SafeHome in the house. This class of user engages with the SafeHome very frequently, therefore they can manipulate SafeHome as they want.

The secondary users are those who use the SafeHome infrequently, or seldom. The users in this class include maintenance person or visitors. They use SafeHome under the owner’s permission, so they hardly have any privilege using SafeHome.
2.3 Operating Environment


The system operates with one or more PC's, various wall-mounted and/or handheld control panels, various sensors, camera, and appliance/device controllers. 
2.4 Design and Implementation Constraints

Java Development
 - The SafeHome Framework shall be developed in the Java programming language.
Telelogic DOORS
- This tool is used during software processes such as requirement documentation and analysis modeling.

Telelogic Rhapsody 
- This tool is used during software processes such as analysis modeling
Ⅱ. Design Models
3. CRC Cards

3.1 Security Features

	Class : System

	Super classes: 

	Subclasses:

	Description

	To control system and explain various system status

	Responsibility : 
	Collaborator : 

	Reset the system
	

	Setting the system status
	

	Check the entered password
	

	Check the sensor
	

	Change the system related feature status
	Sensor, Camera


	Class : ControlPanel

	Super classes: 

	Subclasses:

	Description

	To control the control panel and select system function

	Responsibility : 
	Collaborator : 

	Select the system function
	

	Lock the control panel
	

	Sound the beep
	

	Read the input data
	

	Print the message
	


	Class : Alarm

	Super classes: 

	Subclasses:

	Description

	To control alarm system and deal with various alarm status

	Responsibility : 
	Collaborator : 

	Change the alarm status
	

	Sound alarm
	

	Send information to specific responder
	


3.2 Surveillance Features

	Class : FloorPlan_Surveil

	Super classes: FloorPlan

	Subclasses:

	Description

	To access functions related surveillance on the FloorPlan

	Responsibility : 
	Collaborator : 

	1. Defines Camera Location
	Camera  [Related Camera-1.]

	2. Selects any camera on the FloorPlan
	Screen_UI  [Related Screen_UI-1.]

	3. Shows list of recorded files
	


	Class : Screen_UI

	Super classes: 

	Subclasses:

	Description

	To set view showed on the screen currently

	Responsibility : 
	Collaborator : 

	1. Defines camera showed on the screen currently
	Camera

	2. Sets or Changes camera on the screen
	Camera

	3. Defines screen size
	

	4. Modifies screen size
	


	Class : Camera

	Super classes: 

	Subclasses:

	Description

	To define condition of each camera

	Responsibility : 
	Collaborator : 

	1. Defines Camera ID / name / additional information / location
	

	2. Shows Camera ID / name / additional information / location
	

	3. Shows the degree of the pan/zoom currently
	

	4. Controls the degree of the pan/zoom
	

	5. Shows the condition of electricity
	

	6. Shows the status of turning on/off
	

	7. Sets the status of turning on/off
	

	8. Generates view that will send on the screen
	

	9. Starts recording the camera view
	

	10. Stops recording the camera view
	

	11. Saves recordings
	Recorded_File


	Class : Recorded_File

	Super classes: 

	Subclasses:

	Description

	To define each recorded file on the file list

	Responsibility : 
	Collaborator : 

	1. Gets the file name
	

	2. Changes the file name
	

	3. Gets the information of file
	

	4. Inputs the information of file
	

	5. Replay the recorded file
	

	6. Remove the file
	


3.3 Home Management Features

	Class : FloorPlan_HomeManagement

	Super classes : 

	Subclasses : 

	Description

	Describes the interface (webapp, control panel) that the user uses to control the Home Management functions(features).

	Responsibility : 
	Collaborator : 

	Shows Control Panel on the web page
	Control Panel

	Shows/accesses device panel on the web page
	DevicePanel

	Shows FloorPlan and device icons on the web page
	FloorPlan, DeviceIcon

	The user can access the FloorPlan
	FloorPlan


	Class : DeviceIcon

	Super classes: 

	Subclasses:

	Description

	Describes the icon that is placed on the FloorPlan for Home Management

	Responsibility : 
	Collaborator : 

	Display/modify icon on FloorPlan
	FloorPlan

	Activate/deactivate the icon by calling the corresponding devicePanel
	DevicePanel

	Type, id of the icon is included.
	

	
	


	Class : DevicePanel (Interface)

	Super classes : 

	Subclasses : HVC, AV, Light, Status

	Description

	Simulates the appliances such as HVAC, A/V, lights that are included in Home Management.

	Responsibility : 
	Collaborator : 

	Display/set type of the panel
	

	Display/set the location of the device on the FloorPlan
	FloorPlan

	Display/set the ID of the panel
	

	
	

	Class : Light (implements DevicePanel)

	Super classes : DevicePanel

	Subclasses : 

	Description

	Controls the lightings

	Responsibility : 
	Collaborator : 

	Get/set status(on or off)
	

	Activate lightings
	

	The user can choose to turn on or off the light, or to auto-light.
	

	Display/set status (on or off).
	


	Class : HAC (Heating and Air Conditioning)

	Super classes : DevicePanel

	Subclasses : 

	Description

	Controls temperature adjustments(heating and air conditioning) of the home

	Responsibility : 
	Collaborator : 

	Get/set current temp
	TemperatureSensor

	Receive desired temperature from user
	

	Check whether desired temperature is available
	

	Adjust the temperature when is it valid
	

	Turn on/off the heater/air conditioner.
	


	Class : VC (Ventilation Control)

	Super classes : DevicePanel

	Subclasses : 

	Description

	Controls the ventilation system of the home

	Responsibility : 
	Collaborator : 

	Sense/show CO, CO2, oxygen density and current temperature
	CO_Sensor, CO2_Sensor, oxygen_Sensor

	Activate/deactivate ventilation
	

	Detect fire by high temperature when CO density is high
	CO_Sensor, TemperatureSensor

	Calls fire station
	

	Record ventilation start time and the time left
	

	Class : AV (Audio/video)

	Super classes : DevicePanel

	Subclasses : 

	Description

	Controls the audio and video features of the home

	Responsibility : 
	Collaborator : 

	Record audio or video
	SafeHome Database

	Record start time and end time is managed
	

	Manages the record waiting list
	

	Status(on or off) is managed
	

	
	


	Class : Sensor (Interface)

	Super classes : 

	Subclasses : CO_Sensor, CO2_Sensor, O2_Sensor, Temperature_Sensor

	Description

	Describes the common features of the sensor that is used in SafeHome

	Responsibility : 
	Collaborator : 

	Define type, location of the sensor
	

	Contains current information
	

	Activated/deactivated by exterior components
	

	
	


	Class : CO2_Sensor

	Super classes : Sensor

	Sub classes : 

	Description

	Senses CO2 density

	Responsibility : 
	Collaborator : 

	Keep up-to-date CO2 density
	


	Class : CO_Sensor

	Super classes : Sensor

	Subclasses : 

	Description

	Senses CO density

	Responsibility : 
	Collaborator : 

	Keep up-to-date CO density
	


	Class : O2_Sensor

	Super classes : Sensor

	Subclasses : 

	Description

	Senses O2 density

	Responsibility : 
	Collaborator : 

	Keep up-to-date O2 density
	


	Class : Temperature_Sensor

	Super classes : Sensor

	Subclasses : 

	Description

	Senses the interior temperature

	Responsibility : 
	Collaborator : 

	Keep up-to-date temperature
	


3.4 Webapp Features

	Class : Webapp

	Description

	Provides overall UI to user and other SafeHome systems.

	Responsibility : 
	Collaborator : 

	Provides user the overall UI
	User, other systems

	Provides general information
	

	Provides local service centers
	


	Class : UserList

	Description

	Registered user information is stored. UserList can validate user ID and password.

	Responsibility : 
	Collaborator : 

	Reigister user
	RegisteredUser

	Delete account
	RegisteredUser

	Validate user
	RegisteredUser


	Class : FloorPlanRepository

	Description

	FloorPlan is stored.

	Responsibility : 
	Collaborator : 

	Retrieves FloorPlan
	FloorPlan

	Adds FloorPlan
	FloorPlan

	Edits FloorPlan
	FloorPlan

	Delete FloorPlan
	FloorPlan


	Class : BoMRepository

	Description

	BoMRepository is stored.

	Responsibility : 
	Collaborator : 

	Retrieves BillOfMaterials
	BillOfMaterials

	Adds BillOfMaterials
	BillOfMaterials

	Edits BillOfMaterials
	BillOfMaterials

	Delete BillOfMaterials
	BillOfMaterials

	Class : FAQs

	Description

	Manages FAQs. FAQs can comment and grade FAQs entry.

	Responsibility : 
	Collaborator : 

	Retrieve FAQs entry
	

	Comment FAQs entry
	

	Grade FAQs entry
	


	Class : QandABulletin

	Description

	Manages Q&A bulletin.

	Responsibility : 
	Collaborator : 

	Retrieve post
	

	Add post
	

	Delete post
	

	Reply post
	


	Class : ChatNow

	Description

	Provides chat session with employee.

	Responsibility : 
	Collaborator : 

	Start chat with employee
	

	Chat
	

	Stop chat
	


	Class : CallMeNow

	Description

	User can leave phone number for employee to call back.

	Responsibility : 
	Collaborator : 

	Save user phone number
	


	Class : FloorPlan

	Description

	A floor plan that incorporates position of walls, doors, windows and other objects.

	Responsibility : 
	Collaborator : 

	Shows position of walls, doors and windows and other objects placed within.
	Wall, Window, Door

	Sets color of FloorPlan
	

	Sets size of FloorPlan
	

	Manages FloorPlan positioning
	


	Class : Wall

	Description

	A wall. Part of FloorPlan.

	Responsibility : 
	Collaborator : 

	Determines Segment type
	

	Manages Segment position
	


	Class : Window

	Description

	A window. Part of FloorPlan.

	Responsibility : 
	Collaborator : 

	Determines Segment type
	

	Manages Segment position
	


	Class : Door

	Description

	A door. Part of FloorPlan.

	Responsibility : 
	Collaborator : 

	Determines Segment type
	

	Manages Segment position
	


	Class : Segment

	Description

	A segment. Segment knows its type and position. Part of FloorPlan.

	Responsibility : 
	Collaborator : 

	Determines Segment type
	

	Manages Segment position
	


	Class : User

	Description

	A user. User uses Webapp.

	Responsibility : 
	Collaborator : 

	Determines user type
	


	Class : RegisteredUser

	Description

	A registered user. Registered User can use SafeHome system through Webapp.

	Responsibility : 
	Collaborator : 

	Determines user type
	


	Class : Guest

	Description

	A guest is not registered user.

	Responsibility : 
	Collaborator : 

	Determines user type
	


	Class : BillOfMaterials

	Description

	Parts list of components needed to complete a saleable end-item. BillOfMaterials has name and can compute price total.

	Responsibility : 
	Collaborator : 

	Retrieve ProductComponent entry
	ProductComponent

	Add ProductComponent entry
	ProductComponent

	Delete ProductComponent entry
	ProductComponent

	Save BillOfMaterials in BoMRepository
	BoMRepository

	Set BillOfMaterials name
	

	Compute price total
	


	Class : ProductComponent

	Description

	A product component. ProductComponent has its description.

	Responsibility : 
	Collaborator : 

	Shows ProductComponent description
	


	Class : Purchase

	Description

	Purchase validates payment information and shipping information and makes purchase.

	Responsibility : 
	Collaborator : 

	Purchase validates payment information and shipping information
	BillOfMaterials

	Makes purchase
	BillOfMaterials


	Class : CreditCardPurchase

	Description

	CreditCardPurchase validates credit card information and shipping information and makes purchase.

	Responsibility : 
	Collaborator : 

	Validates credit card information and shipping information
	BillOfMaterials

	Make purchase
	BillOfMaterials


	Class : PayPalPurchase

	Description

	PayPalPurchase validates PayPal information and shipping information and makes purchase.

	Responsibility : 
	Collaborator : 

	Validates PayPal information and shipping information
	BillOfMaterials

	Make purchase
	BillOfMaterials


4. Class Diagrams

4.1 Security Features
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In use-case description, we can find that the security function diagram consists of system, control panel, and alarm components.

1. Control panel has several attribute. See [7.1.1]
· controlPanelStatus – we can know about the status of control panel(on/off).

· displayMsg – displaying contents of the control panel.

· displayStatus – displaying mode of control panel(steady, slow blinking, fast blinking)

2. System has four attribute. See [7.1.1] & [7.1.4]
· systemStatus – we can know about system status.(inactive, active, etc.)

· systemID – If system must send some information to responders, system can be distinguished by this attribute.

· password – In password validation, this attribute will be used for entered password.

· numberTries – This attribute restricts the number of password validation tries.

3. Alarm has alarmStatus attribute, this attribute explain alarm status. See [7.1.2] & [7.1.3]
4.2 Surveillance Features
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1. FloorPlan_Surveil : Accesses camera or recorded files related surveillance function on the FloorPlan. [see 7.2.1]
2. Screen_UI : Provides UI for setting pop-up screen showed when camera icon is pressed. [see 7.2.2]

3. Camera : Provides all information about each camera. And enables user to control the camera and record view on the screen.  [see 7.2.3~7.2.6]

4. Recorded_File : Provides information about each recorded file on the file list. And enables user to manage or replay this file [see 7.2.7]
4.3 Home Management Features

4.3.1 All classes except sensors
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1. FloorPlan_HomeManagement : This is the class that is activated when the user selects ‘Home Management’ on the front menu. It inherits FloorPlan, and adds Home Management related icons on the FloorPlan. When the user clicks on the icon, the device panel corresponding to the icon is called. 
2. Device icon is an icon that represents each function in Home Management, such as Heating, Air Conditioning, Ventilating, etc. It has a shape representing its functions.

3. Device Panel : Device Panel is an Interface for all the device classes in Home Management. Every function in Home Management, such as heating, air conditioning, ventilation, etc. implements this class. So it includes information such as the function type, location, and ID, when there are multiple icons.

4. Light : Light class implements DevicePanel class to provide lighting service to the user. When the user clicks on “Light” icon, Light class, which implements DevicePanel, is called and performed. [see 7.3.1]
5. HAC : HAC (Heating and Air Conditioning) class acts like Light class, just with different purpose. So when the user clicks on “Heating” or “Air Conditioning” icon, this class is called and temperature adjustment function is performed. [see 7.3.2, 7.3.5]
6. VC : VC (Ventilation Control) class also acts like the previous two classes, only with different purpose, ventilating. One thing that makes this class special is that the SafeHome system itself, not the user, calls this class periodically to check whether the home has fresh air. This class also detects fire through periodically sensing specific sensors (CO_Sensor). [see 7.3.3, 7.3.4]
7. AV : AV (Audio/Video) class also acts like the other classes, and focuses on audio or video recording and turning them on or off. [see 7.3.6]
4.3.2 Classes concerning sensors.
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1. Sensor : Sensor class is the Interface for all specific sensor classes. It includes information such as its type, status (whether it is on or off). 
2. CO2_Sensor : This class implements sensor and its purpose is to detect CO2 density.

3. CO_Sensor : This class implements sensor and its purpose is to detect CO density.

4. O2_Sensor : This class implements sensor and its purpose is to detect O2 density.

5. Temperature_Sensor : This class implements sensor and its purpose is to detect the temperature around the sensor.

4.4  Webapp Features
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1. Webapp : Provides overall UI to user and other SafeHome systems. [see 7.5]
2. UserList : Registered user information is stored. UserList can validate user ID and password. [see 7.5]
3. FloorPlanRepository : FloorPlan is stored. [see 7.5.5]
4. BoMRepository : BoMRepository is stored. [see 7.5.6]
5. FAQs : Manages FAQs. FAQs can comment and grade FAQs entry. [see 7.5.8]
6. QandABulletin : Manages Q&A bulletin. [see 7.5.8]
7. ChatNow : Provides chat session with employee. [see 7.5.9]
8. CallMeNow : User can leave phone number for employee to call back. [see 7.5.9]
9. FloorPlan : A floor plan that incorporates position of walls, doors, windows and other objects. [see 7.5.5]
10. Wall : A wall. Part of FloorPlan. [see 7.5.5]
11. Window : A window. Part of FloorPlan. [see 7.5.5]
12. Door : A door. Part of FloorPlan. [see 7.5.5]
13. Segment : A segment. Segment knows its type and position. Part of FloorPlan. [see 7.5.5]
14. User : A user. User uses SafeHome system through Webapp.
15. RegisteredUser : A registered user. Registered User can use SafeHome system through Webapp.
16. Guest : A guest is not registered user. [see 7.5]
17. BillOfMaterials : Parts list of components needed to complete a saleable end-item. BillOfMaterials has name and can compute price total. [see 7.5.6]
18. ProductComponent : A product component. ProductComponent has its description. [see 7.5.6]
19. Purchase : Purchase validates payment information and shipping information and makes purchase. [see 7.5.7]
20. CreditCardPurchase : CreditCardPurchase validates credit card information and shipping information and makes purchase. [see 7.5.7]
21. PayPalPurchase : PayPalPurchase validates PayPal information and shipping information and makes purchase. [see 7.5.7]
5. State Diagrams

5.1 Overall SafeHome State Diagram
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1 When the user loads Webapp (a.k.a. go to the SafeHome web page), the user can select a menu from the front menu bar.
2 When a menu is selected, the user has to log-in in order to see the menu. So the user inputs one’s id and password on the prompt.
3 When the id and password is approved, the front menu is displayed, which consists of several sub menus. When the id and password is not approved, the selected menu is now shown and the user is forced to go back to the front page.

4 When the logged-in user decides to log-out, the screen displays “Logging out” message and disconnects the user from one’s account.

5 When the user selects a menu from the submenu bar, the selected submenu is performed to showing options included in the submenu. When performing the submenu is done, the user can repeat this activity by selecting another submenu.

6 When the user selects “Security” submenu, security activities are performed.

7 When the user selects “Surveillance” submenu, surveillance activities are performed.

8 When the user selects “Home Management” submenu, home management activities are performed.
5.2 Security Features

5.2.1 Security Functions State Diagram
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1 If system switch turns on, sets systemStatus “inactive” and run diagnostics.

2 If system is ok to boot, sets systemStatus “inactive” and ready to input data.

3 If monitoring system activate, sets systemSutatus “monitoring” and ready to input data. And user can also deactivate system by entering password.

4 If sensor is triggered, set systemStatus “monitorAndAlarm”. And run monitorAndControlSystem, soundAlarm, notifyAlarmResponders.
· If you want to see more details, See 7.1.1
5.2.2 System Class State Diagram
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1 If system switch turns on, sets systemStatus “inactive” and run diagnostics.
2 If system is ok to boot, sets systemStatus “inactive” and ready to input data.
3 User enter password, system check correctness.
4 If password is correct, user can select system functions.

5 If user selects reset, set systemStatus “reset” and run reseting the system.

6 If user selects changingSensor, and enter sensorID, system change current sensorStatus.

7 If user selects changingCamera, and enter cameraID, system change current cameraStatus.

8 If user selects changingSystemStatus, system change current system status oppositly.

· If you want to see more details, See 7.1.1 & 7.1.5
5.2.3 Control Panel Class State Diagram
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1 Control Panel request password to user.

2 If user enter password, comparing password.

3 If password is correct, user can select system function.

4 If numberTries is greater than maxTries, control panel will be locked.

· If you want to see more details, See 7.1.1
5.2.4 Alarm Class State Diagram
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1 If sensor is triggered, set systemStatus “monitorAndAlarm”. And run monitorAndControlSystem, soundAlarm, notifyAlarmResponders.

2 If user enters correct password, user can end alarming  

· If you want to see more details, See 7.1.3
5.3 Surveillance Features
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1  If user selects “Home Surveillance”, the system shows the FloorPlan and conditions of registered cameras. And the system processes user selection. [see use-case 2.1-Scenario 3.]
2 If user selects “add camera”, the system inputs camera information fields. And camera variables entered by user are stored.  [see use-case 2.1-Scenario 4.]
3 If user selects camera icon, thumbnail view matched with the camera icon is appeared on pop-up.  [see use-case 2.2-Scenario 4.]
4 If user clicks thumbnail view, this view is monitored on bigger pop-up screen [see use-case 2.2-Scenario 6.]. And user can control the degree of the pan/zoom [see use-case 2.3/2.4].
5 If user clicks record button, the system records on the camera view. [see use-case 2.5]
6 If user selects FileList, the system shows recorded file list. And user can manage files. [see use-case 2.7]
7 If user double clicks any file, clicked file is replayed. [see use-case 2.7].
5.4 Home Management Features

5.4.1 Overall Home Management
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1 When the user chooses ‘Home Management’ menu on the main menu bar, submenus of “Home Management” is shown along with the FloorPlan and related icons. 
2 When the user chooses ‘Status’ icon, the device panel corresponding to ‘Status’ is activated. [see use-case 3.7]
3 When the user chooses ‘Ventilation’ icon, the device panel corresponding to ‘Ventilation’ is activated. [see use-case 3.3]
4 When the user chooses ‘Light’ icon, the device panel corresponding to ‘Light’ is activated. [see use-case 3.1]
5 When the user chooses ‘A/V’ icon, the device panel corresponding to ‘A/V’ is activated. [see use-case 3.6]
6 When the user chooses ‘HAC’ icon, the device panel corresponding to ‘HAC’ is activated. [see use-case 3.2 & 3.5]
5.4.2 Lighting
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1 If the user selects “Light” icon on the FloorPlan, the device panel corresponding to “Light” is shown. In this state, the user can either choose to auto-light the house or to turn on/off the light. [see use-case 3.1; scenario 4]
2 When the user chooses to auto-light the house, the screen shows “Auto-lighting” message and activates it. The state changes to “auto-light” [see use-case 3.1; scenario 4] 
3 When the state is changed during the Home Management activity, a message is shown. [see use-case 3.1; scenario 4]
4 When the user decides to turn on or turn off the light, a message “turning on/off” shows, and the light is activated. When it is done the activity is finished. [see use-case 3.1; scenario 4]
5.4.3 HAC (Heating and Air Conditioning Control)
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1 When the user selects ‘HAC’ icon on the FloorPlan, the device panel corresponding to ‘HAC’ is activated. In this state, the SafeHome shows the current temperature for the user and waits for the user input. [see use-case 3.2; scenario 3, use-case 3.5; scenario 3]
2 When the user inputs the desired temperature, the SafeHome figures out whether the desired temperature is within the range of available temperatures. When it is not available, it goes back to state 1. [see use-case 3.2; scenario 3, use-case 3.5; scenario 3]
3 When the desired temperature is available, the air conditioner or heater is turned on, and the temperature of the house is adjusted until it meets the desired temperature. [see use-case 3.2; scenario 4, use-case 3.5; scenario 4]
5.4.4 Ventilation
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1 When the user selects ‘Ventilation’ icon on the FloorPlan (or SafeHome activates this state every hour), the device panel corresponding to ‘Ventilation’ is activated. In this state, the SafeHome monitors the composition of air by checking the density of CO and CO2, and shows it to the user. [see use-case 3.3]
2 When the density of CO2 is higher than the maximum CO2 density, ventilation is activated. [see use-case 3.2; scenario 1]
3 When the density of CO is higher than the maximum CO density, the SafeHome suspects fire, and also, turns on the ventilation system. [see use-case 3.2; scenario 1, use-case 3.4; scenario 1]
4 With abnormal high density of CO, the SafeHome checks whether there is strangely high temperature in the house. When it does, a fire is detected and shows “Fire” message on the screen while calling the fire station. It also notifies the owner and family members. [see use-case 3.2; scenario 1, use-case 3.4; scenario 1,2,3,4]
5.4.5 A/V (Audio/Video)
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1 When the user selects ‘A/V’ icon on the FloorPlan (or SafeHome activates this state every hour), the device panel corresponding to ‘A/V’ is activated. In this state, options such as recording, turn on, turn off are shown. [see use-case 3.6; scenario 2]
2 When the user chooses record certain a/v equipment, information such as starting time, ending time are added to a list. When the start time meets current time, the recording begins. [see use-case 3.6; scenario 3]
3 When the recording begins, it notifies the user. When the end time meets the current time, the recording stops. [see use-case 3.6; scenario 4]
4 When the recording stops, the information such as starting time, ending time or the record is deleted from the list. [see use-case 3.6; scenario 4]
5 When the user does not chooses to record something, or when the user chooses to turn on or turn off a/v equipment, it is turned on/off and notifies the user. [see use-case 3.6; scenario 5]
5.5 Webapp Features
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1 If user loads webapp, Webapp displays Front menu. [see B1.5]
2 If general information is selected, Webapp displays Information menu screen. [see B1.5.1]
3 If registering is selected, Webapp displays Registering screen. Webapp registers user. [see B1.5.2]
4 If contact is selected, Webapp displays Contact menu screen. [see B1.5.9]
5 If local service centers is selected, Webapp displays Local service centers screen. Webapp provides local service centers. [see B1.5.9]
6 If call me now is selected, Webapp displays Call me now screen. [see B1.5.9]
7 If chat now is selected, Webapp displays Chat now screen. Webapp provides chat now. [see B1.5.9]
8 If log-in is selected, Webapp displays Log-in screen. [see B1.5.4]
9 If forgot password is selected, Webapp displays Forgot password screen. [see B1.5.4]
10 If password is correct, Webapp displays Functions menu screen. [see B1.5]
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1 Webapp displays Functions menu screen. [see B1.5]
2 If delete account is seleted, Webapp displays Deleting account screen. [see B1.5.3]
3 If describe FloorPlan is selected, Webapp displays Describe FloorPlan number of floors screen. [see B1.5.5]
4 If ok is selected, Webapp displays Describing FloorPlan size and color of each floor screen. [see B1.5.5]
5 If ok is selected, Webapp displays Build a rough FloorPlan screen. [see B1.5.5]
6 If Select Product Components is selected, Webapp displays Recommended components screen. [see B1.5.6]
7 If ok is selected, Webapp displays Select Components screen. [see B1.5.6]
8 If ok is selected, Webapp displays Select Components bill-of-materials screen. [see B1.5.6]
9 If purchase is selected, Webapp displays Purchase configuration select method screen. [see B1.5.7]
10 If ok is selected, Webapp displays Purchase configuration PayPal screen. [see B1.5.7]
11 If ok is selected, Webapp displays Purchase configuration credit card screen. [see B1.5.7]
12 If ok is selected, Webapp displays Purchase configuration confirm screen. [see B1.5.7]
13 If Q&A bulletin is selected, Webapp displays Technical support Q&A bulletin screen. Webapp provides Q&A bulletin. [see B1.5.8]
14 If FAQs is selected, Webapp displays Technical support FAQs screen. Webapp provides FAQs. [see B1.5.8]
Ⅲ. Analysis Models
6. Use-case Diagrams

6.1 Security Features
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6.2 Surveillance Features
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6.3 Home Management Features
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6.4 Webapp Features
[image: image22.jpg]Registered user

Guest

Getting SafeHome General Information

Purchasing Configuration

Getting Technical Support Informaion
Contacting Customer Support

System





7. Use-case Descriptions

7.1 Security Features

7.1.1 Validating Password
Primary actor: Control Panel, webapp

Goal in context: To validate the given password 
Preconditions:  

· Control panels should be ready for any input.
· The 'beep' sound comes from the control panel.

· Webapp should be available.

Trigger:  Primary actor(s) want(s) to confirm password which is entered

Scenario:

1. Password is sent by the primary actor(s). 
2. SafeHome compares the given password with master password. [3.1.1.2.2]
3. If the given password matches master password, the control is passed to the user. [3.1.1.2.3]
4. If the given password doesn’t match master password, SafeHome compares the password with secondary password table. [3.1.1.2.4]
5. If password matches secondary password table, user has the secondary level controlling authority state. [3.1.1.2.5]
6. When the user enter incorrect password 3 times in a row, the SafeHome is locked for 10 minutes. [3.1.1.2.6]
Exceptions: 

1. The SafeHome cannot communicate with the password table, which is in the database - exception is raised.

Priority: High 

Frequency of use: Frequent

Channel to actor: via Internet

Secondary actors: none

Channels to Secondary actors: none
7.1.2 Encountering Alarm Condition

Primary actor: sensor

Goal in context: Sensor notifies the SafeHome when specific condition is met.

Preconditions: 
· System has been programmed for recognizing various sensors.
Trigger: Specific alarm condition of a sensor is met.

Scenario:

1. The sensor sends its ID and status to the SafeHome. [3.1.2.2.2]
Exceptions: none
Priority: High

Frequency of use: Seldom

Channel to actor: via Internet

Secondary actors: none

Channels to Secondary actors: none

7.1.3 Handling Alarm Event
Primary actor: the user
Goal in context: When monitoring system senses an invasion, system must notify the homeowner.
Preconditions: none
Trigger: Monitoring system senses an invasion..

Any sensor is disconnected with SafeHome system.
Scenario:
1. If alarm system is activated during armed state, there is a siren and highlights the ID of the sensor that detected the situation at the webapp. (High) [3.1.2.2.2]
2. During the state which siren is activated, another alarm system can be also activated. Then sound siren again. (Medium) [3.1.3.2.2]
3. The siren continues for 5 minutes. (Low) [3.1.3.2.3]
4. The user can deactivate the siren by entering a correct password. (Medium) [3.1.3.2.4]
Exceptions: none
Priority: Medium

Frequency of use: Infrequent

Channel to actor: Internal of System

Secondary actors: none
Channels to Secondary actors: none
7.1.4 Arming/Disarming the System
Primary actor: the user

Goal in context: to arm/disarm the system through control panel

Precondition: 
· The control panel and SafeHome should be working.

Trigger: The user decides to arm/disarm the system

Scenario: 

1. The user inputs the password in the control panel [3.1.2.2.1]
2. If the password is validated, the user chooses arm/disarm state. [3.1.2.2.1]
3. Sensors and activated/deactivated – see use-case: “Handling alarm event”.
Exceptions:
1. Password is incorrect – see use-case: “validating password”
Priority: High

Frequency of use: Many times per day

Channel to actor: control panel or webapp

Secondary actors: system administrators, maintenance man
Channel to Secondary actors: control panel
7.1.5 Reconfiguring Sensors and Related System Features

Primary actor: System Administrator
Goal in context: to reconfigure sensor and camera state.
Precondition:
· The control panel and SafeHome should be working.
Trigger: System administrator decides to turn on/off the sensor or camera.
Scenario:
1. The system administrator inputs the password in the control panel. [3.1.4.3]
2. If the password is validated, the system administrator chooses reconfiguration system. [3.1.4.3]
3. The system administrator inputs sensor or camera ID. [3.1.4.2]
4. System turns on/off the sensor or camera status. [3.1.4.2]
Exceptions:
1. If sensor or camera ID is incorrect, print error message.
Priority: Medium
Frequency of use: Seldom
Channel to actor: Control Panel, Webapp
Secondary actors: None
Channel to Secondary actors: None

7.2 Surveillance Features

7.2.1 Defining Camera Locations

Primary actor: the user

Goal in context: to define camera locations in the house through the webapp

Preconditions: 
· Webapp should be available.
· Camera should be installed completely in the house and be working well.
· Each camera has information fields of its ID and name according to its location (e.g.ID: 1, name: Living Room; ID: 2, name:Soo's room)
Trigger: the user logs in to register the cameras in the webapp.

Scenario: 

1. The user logs-in to the webapp. [see 3.2.1.1.2.1]
2. The user accesses ‘Home surveillance’ function. [see 3.2.1.1.2.1]
3. The system shows FloorPlan and conditions of registered cameras to the present. [see 3.2.1.1.2.3]
4. The user fills information fields of the camera on this page additionally. [see 3.2.1.1.2.1]
5. After camera is registered, camera icon that has been named is created beside the FloorPlan. [see 3.2.1.1.2.3]
Exceptions:
1. Information of its ID and its name is not filled - reminds the user to fill the information completely by showing a message on the screen.

Priority: Low

Frequency of use: seldom

Channel to actor: webapp

Secondary actors: none

7.2.2 Displaying Camera View

Primary actor: the user

Goal in context: to survey one’s house through the webapp

Preconditions: 

· Webapp should be available.

· Camera should be working well.

Trigger: the user logs-in to monitor camera view

Scenario: 
1. The user logs-in to the webapp. [see 3.2.1.1.2.1]
2. The user accesses ‘Home surveillance’ function. [see 3.2.1.1.2.1]
3. The user presses any camera icon on FloorPlan. [see 3.2.1.2.2.1]
4. Thumbnail view matched with the camera icon is appeared on pop-up (There are at most 4 pop-up screens.). [see 3.2.1.2.2.1]
5. The user presses thumbnail view. [see 3.2.1.2.2.2]
6. This view is monitored real-time on bigger pop-up screen. [see 3.2.1.2.2.2]
Exceptions: 

1. Camera does not work - it notifies the owner and there is a red ‘X’ on the icon.

2. The user blocks camera with a password.

Priority: Medium

Frequency of use: Many times per week

Channel to actor: webapp

Secondary actors: none

Channel to Secondary actors: none

7.2.3 Controlling Camera Pan

Primary actor: the user

Goal in context: to control camera pan through the webapp.

Preconditions: 

· Camera should be working normally.

Trigger: the user decides to control the camera pan.

Scenario:
1. Camera view is being displayed on screen. [see 3.2.1.2.2.2]
2. The user can control the degree of the pan through a control bar (horizontal) shown on the corner of the larger pop-up screen. [see 3.2.2.1.2.2]
3. The scope of screen is controlled by camera movement (180 degrees east-west and south-north). [see 3.2.1.2.2.3]
Exceptions:
1. There is an electricity shortage – display appropriate error message and the function does not work.

Priority: Medium

Frequency of use: Many times per week

Channel to actor: webapp

Secondary actors: none

Channel to Secondary actors: none

7.2.4 Controlling Camera Zoom

Primary actor: the user

Goal in context: to control camera zoom through the webapp.

Preconditions:
· Camera should be working normally.

Trigger: the user is monitoring cameras through the webapp.

Scenario:
1. Camera view is being monitored on screen. [see 3.2.1.2.2.2]
2. The user can control the degree of the zoom (at most 5 times) through a control bar (vertical) shown on the corner of the larger pop-up screen. [see 3.2.2.2.2.2]
3. The scope of screen is controlled by camera movement. [see 3.2.1.2.2.3]
Exceptions:
1. There is an electricity shortage – display appropriate error message and the function does not work.

Priority: Medium

Frequency of use: Many times per week

Channel to actor: webapp

Secondary actors: none

Channel to Secondary actors: none

7.2.5 Controlling Camera Recording – recording on web, commended by the user

Primary actor: the user

Goal in context: to record real-time camera view partially.

Preconditions:


· There should be enough disk memory.

· Camera should be working normally.

Trigger: the user is surveying cameras through the webapp.

Scenario: 
1. The user clicks ‘record’ button on the larger pop-up screen. [see 3.2.3.1.2.4]
2. The system records on the monitor. [see 3.2.3.1.2.4]
3. The user clicks ‘stop’ button and ‘save’ button. [see 3.2.3.1.2.4]
4. The system saves recording as the file. [see 3.2.3.1.2.4]
Exceptions: none

Priority: Medium

Frequency of use: not that often

Channel to actor: webapp

Secondary actors: none

Channel to Secondary actors: none

7.2.6 Automatic Camera Recording

Primary actor: the user

Goal in context: to record the real-time camera view automatically.

Preconditions:


· There should be enough disk memory.

· Camera should be working normally.

Trigger: the user starts the SafeHome software

Scenario:
1. The SafeHome is booted.

2. The past one hour of record is stored in a disk automatically and it is updated every 30 minutes. [see 3.2.3.1.2.2]
Exceptions:
1. The alarm goes off - it automatically stores what is recorded for the proceeding one hour while keeping the past record that has been saved.

Priority: High

Frequency of use: always

Channel to actor: computer in which the SafeHome is installed.

Secondary actors: none

Channel to Secondary actors: none

7.2.7 Managing/Replaying Recorded Camera View

Primary actor: the user

Goal in context: to manage/replay records stored in a disk through the webapp.

Preconditions: 

· User ID and passwords must be obtained.

Trigger: the user decides to manage/replay recording files.

Scenario: 
1. The user logs-in to the webapp. [see 3.2.3.2.2.1]
2. The user accesses ‘Home surveillance’ function. [see 3.2.3.2.2.1]
3. The user presses file-list icon on FloorPlan. [see 3.2.3.2.2.1]
4. The user checks list of recording file. [see 3.2.3.2.2.1]
5. The user manages (change file name, input information, remove file, group files)/replays files. [see 3.2.3.2.2.1]
Exceptions: 

1. Video file not found – shows error message and not continue.
Priority: Medium
Frequency of use: A few times per week
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.3 Home Management Features

7.3.1 Controlling Lighting
Primary actor: the user

Goal in context: to control lightings around the house through webapp

Preconditions: 

· Webapp should be available

· Lightings should be working normally.

· The entrance light is automatic.

Trigger: the user decides to control some lighting in the house

Scenario: 

1. The user logs-in to the webapp. [see 3.3.1.2.1]
2. On the FloorPlan, location of the light is chosen (living room, kitchen, rooms, entrance, etc). [see 3.3.1.2.2]
3. The user chooses the specific lighting in the location. [see 3.3.1.2.2]
4. The user chooses whether to turn on/off/auto-lighting the light. [see 3.3.1.2.2]
Exceptions: none

Priority: Low
Frequency of use: Many times per day
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.3.2 Controlling Heating
Primary actor: the user

Goal in context: Controls the temperature of the house, especially when it is cold outside.
Preconditions: 

· Webapp should be available, heating should be working properly.
· The heating system should be working properly.
Trigger: the user decides to change the interior temperature.
Scenario:
1. The user logs-in to the webapp. [see 3.3.2.1.2.1]
2. The user chooses ‘heating’ option on the FloorPlan. [see 3.3.2.1.2.1]
3. The user selects the temperature. [see 3.3.2.1.2.1]
4. The user turns on the heating system. [see 3.3.2.1.2.1]
Exceptions: 
1. Heating is turned on for over 2 hours during ‘away’ state - SMS is sent to the owner of the SafeHome. [see 3.3.2.1.2.2]
Priority: Low
Frequency of use: Frequent during fall and winter
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.3.3 Controlling Ventilation
Primary actor: sensor

Goal in context: to keep the air fresh in the house

Preconditions: 

· The ventilation system should be working
· Sensors should be working properly.
Trigger: when the sensor senses unnatural composition of air

Scenario:
1. Sensor detects low density of oxygen or high density of carbon dioxide. [see 3.3.2.2.2.1]
2. The sensor notifies the SafeHome. [see 3.3.2.2.2.1]
3. The SafeHome turns on the ventilation system until the air gets fresh. [see 3.3.2.2.2.1]
Exceptions: none

Priority: Medium
Frequency of use: A few times per day
Channel to actor: none
Secondary actors: none
Channel to Secondary actors: none

7.3.4 Detecting Fire
Primary actor: sensor

Goal in context: to detect interior fire
Preconditions: 

· The ventilation system should be working
· Sensors should be working properly.
Trigger: when the sensor senses unnatural composition of air

Scenario:
1. Sensors detects an unusual amount of CO. [see 3.3.2.3.2.1]
2. It notifies the SafeHome. [see 3.3.2.3.2.1]
3. The SafeHome checks the temperature if it is abnormally high in certain place in the house. [see 3.3.2.3.2.2]
4. The alarm goes off. [see 3.3.2.3.2.3]
Exceptions: none

Priority: High
Frequency of use: A few times per day
Channel to actor: none
Secondary actors: none
Channel to Secondary actors: none
7.3.5 Controlling Air Conditioning
Primary actor: the user

Goal in context: Controls the temperature of the house, especially when it is hot outside.
Preconditions: 
· The webapp should be available, 

Trigger: the user decides to change the interior temperature.
Scenario:
1. The user logs in to the webapp. [see 3.3.2.4.2.1]
2. The user chooses ‘air conditioning’ option on the FloorPlan. [see 3.3.2.3.2.1]
3. The user selects the temperature. [see 3.3.2.3.2.1]
4. The user turns on the air conditioning system. [see 3.3.2.3.2.1]
Exceptions:
1.  Air conditioning is turned on for over 2 hours during ‘away’ state - SMS is sent to the owner of the SafeHome. [see 3.3.2.3.2.2]
Priority: Low
Frequency of use: Frequently during summer
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.3.6 Controlling Audio/Video (A/V)

Primary actor: the user

Goal in context: to control A/V equipment remotely

Preconditions: 

· The A/V equipment should be connected to SafeHome, webapp should be available.

Trigger: the user logs-in to the webapp and controls the A/V

Scenario:
1. The user logs-in to the webapp. [see 3.3.3.2.1]
2. The user chooses ‘A/V control’ option on the screen. [see 3.3.3.2.1]
3. The user remotely chooses the TV, DVD, digital recorders or audio. [see 3.3.3.2.1]
4. The user makes reservations to record the contents of TV, DVD, digital recorders or audio or turn off the TV or radio. [see 3.3.3.2.2]
5. The reservation is added to the waiting list. [see 3.3.3.2.3]
6. After the recording is done, it is removed from the list. [see 3.3.3.2.3]
Exceptions: none
Priority: Low
Frequency of use: A few times per week
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.3.7 Status Setting
Primary actor: the user

Goal in context: to control the home status such as 'away,' 'stay', 'sleep,' 'grounded,' 'vacation,' '911. 

Preconditions: 

· The control panel should be working.

Trigger: the user enters the state-changing code in the control panel

Scenario:
1. The user enters '#', '*', 'state', '#' to change the state to 'state'. [see 3.3.4.2.1]
2 - 1. When SafeHome is in 'away' state, the whole house is armed. [see 3.3.4.2.2]
2 - 2. When SafeHome is in 'stay' state, the house is disarmed. [see 3.3.4.2.3]
2 - 3. When SafeHome is in 'sleep' state, the front door is monitored. [see 3.3.4.2.4]
2 - 4. When SafeHome is in 'vacation' state, the house is in long-term 'away' so the house is armed thoroughly. [see 3.3.4.2.5]
2 - 5. When SafeHome is in 'grounded' state, every doors and windows are locked 
and cannot be unlocked from inside. [see 3.3.4.2.6]
2 - 6. When SafeHome is in '911' state, an emergency call is immediately sent to the 
nearest Fire Station, and when the state is 'grounded' it unlocks the doors and windows. [see 3.3.4.2.7]
Exceptions:
1. The user enters incorrect/unavailable state-changing code – no status change
Priority: High
Frequency of use: Many times per day
Channel to actor: control panel, webapp
Secondary actors: none
Channel to Secondary actors: none
7.4 Webapp Features
7.4.1 Getting SafeHome General Information - providing information
Primary actor: the user

Goal in context: to provide the user SafeHome general information

Preconditions: none

Trigger: the user decides to get SafeHome general information

Scenario: 
1. The user selects subcategory from navigation menu bar. [see 3.5.1.2.2]
2. The webapp displays information of the selected subcategory. [see 3.5.1.2.3]
Exceptions: none

Priority: Medium
Frequency of use: Seldom
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.2 Registering User

Primary actor: the user

Goal in context: to register user to validate later.

Preconditions: 
· The user is not logged-in.

Trigger: unregistered user decides to register

Scenario: 

1. The user fills in forms for required information. [see 3.5.2.2.2]
2. Webapp Checks whether the user is already registered. [see 3.5.2.2.3]
3. Register the user. [see 3.5.2.2.5]
Exceptions: 

1. If the user is registered, redirect the page to log-in page. see use-case "validating ID and passwords"

Priority: Medium
Frequency of use: Not often
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.3 Deleting Account

Primary actor: the user

Goal in context: to delete account.

Preconditions: 
· The user is logged in.

Trigger: the user decides to get SafeHome general information

Scenario: 

1. The webapp shows a message "You cannot use SafeHome after deleting the account." [see 3.5.2.2.7]
2. The user fills in forms for required information. [see 3.5.2.2.2]
3. Webapp deletes account. [see 3.5.2.2.6]
Exceptions: none

Priority: Medium
Frequency of use: Not often
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.4 Validating ID and Password

Primary actor: the user

Goal in context: validate the user to do customized operations (log-in).

Preconditions: 
· The user is registered.

Trigger: the user decides to log-in.

Scenario: 

1. The user fills in ID and password fields. [see 3.5.3.2.2]
2. Webapp logs-in the user. [see 3.5.3.2.3]
Exceptions: 

1. Password is incorrect – see use-case: “validating password”

2. The user types in wrong ID or password for more than 3 times - webapp uses a CAPTCHA (Completely Automated Public Turing test to tell Computers and Humans Apart).
3. The user forgets one's ID or password - webapp sends validation e-mail to the registered e-mail address.

Priority: High
Frequency of use: Many times per day
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.5 Describing FloorPlan - Customization

Primary actor: the user

Goal in context: to customize home layout through a step-by-step process.

Preconditions: 
· The user is logged-in

Trigger: the user decides to describe FloorPlan.

Scenario: 

1. The user enters number of floors [see 3.5.4.1.2.4]
2. The user specifies size and color of each floor. [see 3.5.4.1.2.3]
3. The user builds a rough floor plan by putting together outline shapes of the rooms for each floor. [see 3.5.4.1.2.5]
4. The user specifies exterior doors and windows for each room. [see 3.5.4.1.2.6]
5. Webapp saves configuration [see 3.5.4.1.2.7]
Exceptions: 

1. If user already has made FloorPlan, replace existing one.

Priority: Low
Frequency of use: Seldom
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.6 Selecting SafeHome Components - Customization

Primary actor: the user

Goal in context: to select SafeHome components through a step-by-step process.

Preconditions: 
· The user is logged-in, user has made FloorPlan.

Trigger: the user decides to select SafeHome components

Scenario: 

1. The webapp recommends product components (sensors, cameras, control panels…) and other features (PC-based functionality implemented in software…) for each room and exterior entrance based on FloorPlan. [see 3.5.4.2.2.3]
2. The user adds the components to, or deletes the components from the FloorPlan. Each component has provided by webapp has number, name, type, description, price. [see 3.5.4.2.2.4]
3. The webapp creates and displays a bill-of-materials. [see 3.5.4.2.2.6]
4. The user gives the bill-of-materials a name and save it for later purchase. [see 3.5.4.2.2.7]
Exceptions: none

Priority: Low
Frequency of use: Seldom
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.7 Purchasing Configuration

Primary actor: the user

Goal in context: to order bill-of-materials.

Preconditions: 
· The user is logged-in
· The user has selected SafeHome components - see use-case: "Selecting SafeHome components - Customization"

Trigger: the user decides to order bill-of-materials.

Scenario: 

1.  The user chooses the payment method (credit card, PayPal, etc.). [see 3.5.5.2.2]
2 - 1.  When the user chooses credit card, one enters the card number along with security number. [see 3.5.5.2.3]
2 - 2.  When the user chooses PayPal, one logs-in to PayPal. [see 3.5.5.2.4]
3.  The webapp shows again the bill-of-materials. [see 3.5.5.2.5]
4.  The user confirms the order. [see 3.5.5.2.5]
Exceptions:
1. There isn't enough money in one's credit card account or PayPal - notify the user and go to step 1 in the “Scenario”.

Priority: Medium
Frequency of use: Seldom
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.8 Getting Technical Support – Providing Support Information

Primary actor: the user

Goal in context: to get resources when registered the user needs help with SafeHome.

Preconditions: 
· The user is logged-in.

Trigger: the user decides to get technical support information.

Scenario: 
1.  The user selects subcategory from navigation menu bar. [see 3.5.6.2.1]
2 - 1.  Webapp provides the users the FAQs (The user gives comments for FAQs by grading the FAQ categories at most once at one category). [see 3.5.6.2.2]
2 - 2.  Webapp provides Q&A bulletin (The user writes posts on Q&A at most 30 in     one day). [see 3.5.6.2.4]
Exceptions: none
Priority: Low
Frequency of use: Quite often
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
7.4.9 Contacting Customer Support

Primary actor: the user

Goal in context: for the user to contact SafeHome.

Preconditions: none

Trigger: the user decides to contact customer support.

Scenario: 

1. The user selects subcategory from navigation menu bar. [see 3.5.7.2.1]
2 - 1. Webapp provides address, phone number, map of local service centers. [see 3.5.7.2.2]
2 - 2. Webapp provides users chat service with SafeHome employee in real-time. [see 3.5.7.2.3]
2 - 3. The user leaves a phone number for employee to call user back. [see 3.5.7.2.4]
Exceptions: none

Priority: Low
Frequency of use: Quite often
Channel to actor: webapp
Secondary actors: none
Channel to Secondary actors: none
8. Swimlane Diagrams

8.1 Security Features

8.1.1 Validating Password
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1 User enter password. If there is no input until 5 seconds, entered inputs are all deleted.

2 If full password is entered, it passes to the system, and look up password table.

3 After looking up the password system, result of comparing password system is sent.

4 Control Panel displays the result of password comparing.

· If you want to see more details, See 7.1.1
8.1.2 Encountering Alarm Condition
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1 If sensor detects invasion, sensor sends its ID

· If you want to see more details, See 7.1.2
8.1.3 Handling Alarm Event
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1 User enter password, system checks correctness.
2 If password is invalid, Control Panel print password request screen.
3 If password is valid, User can select deactivating alarm system.
4 If there remains number of tries, User can enter password.
5 User select deactivating alarm system, alarm event ends directly.
6 System detect alarm state, activate alarm event. AlarmSystem sounds siren and highlighting the detected sensor ID to Webapp, and after 5 minute, siren will be mute.
· If you want to see more details, See 7.1.3
8.1.4 Arming/Disarming the System
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1 User enter password, system checks correctness.
2 If password is valid, system checks current system state.
3 If password is invalid, Control Panel print password request screen.
4 If current state is disarmed, user selects arming state.
5 If current state is armed, user selects disarming state.
6 System change state.
· If you want to see more details, See 7.1.4
8.2 Surveillance Features

8.2.1 Defining Camera Locations
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1. Connects the Webapp and shows log-in field.

2. Completes ID, pw entering.

3. If ID, pw entered are not valid..

4. Shows prompt for reentry

5. Closes this page

6. or inputs tries remain.

7. If ID, pw entered are valid..

8. Selects menu

9. Waits user's command showing FloorPlan.

10. Shows fields for registering camera information.

11. User fills information fields and sends the form.

12. If fields are not filled completely.. 

13. shows camera information fields to input tries remain.

14. If fields are filled completely..

15. Defining camera location ends succesfully.

16. If there are activity doing additionally..

17. If there are not activity doing additionally..

· If you want to see more details, See 3.2.1.1

8.2.2 Displaying Camera View (including  8.2.3 ~ 8.2.5)
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1. Connects the Webapp and shows log-in field.

2. Completes ID, pw entering.

3. If ID, pw entered are not valid..

4. Shows prompt for reentry

5. Closes this page

6. or inputs tries remain.

7. If ID, pw entered are valid..

8. Selects menu

9. Waits user's command showing FloorPlan.
10. Reads information of camera selected.

11. Shows Thumbnail view in standing image.

12. Prepares for video view.

13. Is sent video output to the webapp.

14. Checks electricity condition for using additional function.

15. If electricity is shortage..

16. User cannot use camera controlling function

17. If electricity is not shortage..

18. User can use camera controlling function. If user would control additionally,
19. If user would not control additionally,

20. If user wants to control the degree of the zoom..

21. Controls a vertical bar.

22. If user wants to control the degree of the pan..

23. Controls a horizontal bar.

24. 25. Return to the displaying screen.

26. Camera controlling is off.

27. If user wants to record displaying view,

28. Requests recording to camera.

29. If user wants to stop recording

30. Recording view is stopped.

31. If user wants to save recorded view..

32. If user don’t want to save recorded view..

33. Prepare to save recorded view.

34. 35. 36. Return to the displaying screen

37. If there are not activity doing additionally, activity is done.

· If you want to see more details, See 3.2.1.2, 3.2.2, 3.2.3.1
8.2.3 Automatic Camera Recording
[image: image29.jpg]SafeHome

Alarm

The SafeHome is booted

The past one hour of record is
stored in a disk automatically

It is updated every 30 minutes

store what is recorded for
the proceeding one hour

ing

alam goes





3. Prepares to Auto-recording in SafeHome system.

4. Sets time to update recording.

5. Defines on exception condition.

6. If alarm does not go off, repeats auto-recording process.

7. If alarm goes off..

8. Ends exception condition process and repeats auto-recording process.

9. If SafeHome is working..

10. If SafeHome is turned off..

· If you want to see more details, See 3.2.3.1

8.2.4 Managing/Replaying Recorded Camera Views
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1. Connects the Webapp and shows log-in field.

2. Completes ID, pw entering.

3. If ID, pw entered are not valid..

4. Shows prompt for reentry

5. Closes this page

6. or inputs tries remain.

7. If ID, pw entered are valid..

8. Selects menu

9. Waits user's command showing FloorPlan.
10. Reads information of files saved.

11. Waits user’s command showing file-list.

12. Executes user’s command on files.

13. If there are activity doing additionally..

14. If there are not activity doing additionally..
· If you want to see more details, See 3.2.3

8.3 Home Management Features

8.3.1 Controlling Lighting
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1. The user connects to Webapp and shows log-in field.

2. The user enters id and password.

3. The id or password is invalid (log-in not granted).

4. The user re-enters the id and password

5. When the user no longer can input the id and password, program ends.

6. When the user can try another time, the webpage shows the log-in field again.

7. The user successes logging-in to the Webapp.

8. The user selects the “Home Management” menu on the menu bar.

9. The user selects the”Lighting” on the submenu bar.

10. The user selects a specific location.

11. The user selects a light icon on the chosen location on the FloorPlan.

12. The user chooses to turn off the light.

13. The light is turned off.

14. The user chooses not to turn off the light.

15. The user chooses to auto-light the house.

16. Auto-lighting is on.

17. The user decides to turn on the light.

18. The light is turned on.

19. Lighting adjustment is done.

20. Exit the submenu.

21. The user chooses to adjust something else under “Home Management”.

· If you want to see more details, See 3.3.1

8.3.2 Controlling Heating
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1. The user connects to Webapp and shows log-in field.

2. The user enters id and password.

3. The id or password is invalid (log-in not granted).

4. The user re-enters the id and password

5. When the user no longer can input the id and password, program ends.

6. When the user can try another time, the webpage shows the log-in field again.

7. The user successes logging-in to the Webap.

8. The user selects “Home Management” on the menu bar.

9. The user selects “Heating” on the FloorPlan.

10. The user inputs the desired temperature.

11. The temperature the user input is accepted.

12. The heating system is turned on.

13. The temperature that the user chose is not within the acceptable range.

14. The user decides to change the temperature again.

15. The heating activity is complete.

· If you want to see more details, See 3.3.2.1
8.3.3 Controlling Ventilation
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1. The sensor senses low density of oxygen.

2. The sensor senses high density of carbon dioxide.

3. The ventilation system is turned on.

4. The ventilation has been turned on for an hour.

5. The air is still not fresh.

6. The air is fresh enough.

7. The ventilation is complete.

· If you want to see more details, See 3.3.2.2

8.3.4 Detecting Fire
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1. The sensor detects high density of carbon monoxide.

2. The sensors does not senses high temperature

3. Ventilation system is turned on for an hour.

4. The air is not fresh enough.

5. The air is fresh enough.

6. Ventilation system is turned off.

7. The sensor detects abnormally high temperature.

8. The alarm goes off.

9. The systemStatus changes to ‘911’.

10. An emergency call is made to the fire station.

· If you want to see more details, See 3.3.2.3

8.3.5 Controlling Air Conditioning
[image: image35.jpg]Homeowner

AirConditiongSysterm

Webapp

connectto Webapp
through Internet

Enter user ID and
password(pw)

Select "Air conditioning" on
the FloorPlan

Select the temperature

13

! than minTernp o higher than maxTemp

Bvailable temperaturs
A condmomng systemn
is tumed on

thange temperature .~ ——————

w

ittries remain

6

D, pw valid? >





1. The user connects to Webapp and shows log-in field.

2. The user enters id and password.

3. The id or password is invalid (log-in not granted).

4. The user re-enters the id and password

5. When the user no longer can input the id and password, program ends.

6. When the user can try another time, the webpage shows the log-in field again.

7. The user successes logging-in to the Webapp.

8. The user selects “Home Management” on the menu bar.

9. The user selects “Air Conditioning” on the FloorPlan.

10. The user inputs the desired temperature.

11. The temperature the user input is accepted.

12. The heating system is turned on.

13. The temperature that the user chose is not within the acceptable range.

14. The user decides to change the temperature again.

15. The air conditioning activity is complete.

· If you want to see more details, See 3.3.2.4

8.3.6 Controlling Audio/Video (A/V)
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1. The user connects to Webapp and shows log-in field.

2. The user enters id and password.

3. The id or password is invalid (log-in not granted).

4. The user re-enters the id and password

5. When the user no longer can input the id and password, program ends.

6. When the user can try another time, the webpage shows the log-in field again.

7. The user successes logging-in to the Webapp.

8. The user selects “Home Management” on the menu bar.

9. The user selects “A/V” on the FloorPlan.

10. The user chooses “video”.

11. The user chooses “audio”
12. The user chooses not to record (to turn on/off) the video.

13. The user chooses to record the video.

14. The user chooses not to record (to turn on/off) the audio.

15. The user chooses to record the audio.

16. The user chooses to turn off the video.

17. The user chooses to turn on the video.

18. The user chooses to turn off the audio.

19. The user chooses to turn on the audio.

20. The user inputs the recording start time.

21. The user inputs the recording end time.

22. The user inputs the channel (TV or radio) that the content that one wants is broadcasted.

23. The video is turned off.

24. The video is turned on.

25. The audio is turned off.

26. The audio is turned on.

27. Reservation information is stored.

28. A/V controlling is done.

29. The user chooses to do some other A/V activity.

30. A/V control function is complete.

· If you want to see more details, See 3.3.3

8.3.7 Status Setting
[image: image37.jpg]0

Homeowner

ControlPanel

3

State
changed
to'sleep’

State
changed to
‘overnight

State
changed to
‘grounded"

State
changed
to 'away'

26

ot done

State
changed
to 'stay’

State

changed to
‘vacation’

State
changed
t0'911"

27 |/ exitthis function





1. The user enters ‘#’
2. The user enters ‘*’.

3. The user enters ‘state’ (which is a button on the control panel).

4. The user enters ‘#’.

5. The ‘state’ the user chooses is ‘away’.

6. State change is complete.

7. The ‘state’ the user chooses is not ‘away’.

8. The ‘state’ the user chooses is ‘stay’.

9. State change is complete.

10. The ‘state’ the user chooses is not ‘stay’.

11. The ‘state’ the user chooses is ‘sleep’.

12. State change is complete.

13. The ‘state’ the user chooses is not ‘sleep’.

14. The ‘state’ the user chooses is ‘vacation’. 

15. State change is complete.

16. The ‘state’ the user chooses is not ‘vacation.

17. The ‘state’ the user chooses is ‘overnight travel.

18. State change is complete.

19. The ‘state’ the user chooses is not ‘overnight travel.

20. The ‘state’ the user chooses is ‘grounded.

21. State change is complete.

22. The ‘state’ the user chooses is not ‘grounded.

23. The ‘state’ the user chooses is also not ‘911’.

24. The ‘state’ the user chooses is ‘911.

25. State change is complete.

26. The user chooses to change the state again.

27. Status changing is finished.

· If you want to see more details, See 3.3.4

8.4 Webapp Features

8.4.1 Getting SafeHome General Information
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1. The user selects subcategory from navigation menu bar. [see 3.5.1.2.2]
2. The webapp displays information of the selected subcategory. [see 3.5.1.2.3]
8.4.2 Registering User
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1. The user fills in forms for required information. [see 3.5.2.2.2]
2. Webapp Checks whether the user is already registered. [see 3.5.2.2.3]
3. Register the user. [see 3.5.2.2.5]
4. Redirect to log-in page. [see 3.5.2.2.4]
8.4.3 Deleting Account
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1. The webapp shows a message "You cannot use SafeHome after deleting the account." [see 3.5.2.2.7]
2. The user fills in forms for required information. [see 3.5.2.2.2]
3. Webapp deletes account. [see 3.5.2.2.6]
8.4.4 Validating ID and Password
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1. Webapp asks user whether he forgot ID or password. [see 3.5.3.6.1]
2. The user fills in ID and password fields. [see 3.5.3.2.2]
3. Webapp checks whether ID, password are valid. [see 3.5.3.2.3]
4. Webapp logs-in user. [see 3.5.3.2.3]
5. Prompt for reentry.
6. Webapp checks whether input tries are remain.
7. Terminate Webapp.
8. User selects forgot ID or password.
9. Webapp sends validation E-mail to the registered E-mail address. [see 3.5.3.6.1]
8.4.5 Describing FloorPlan
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1. The user enters number of floors [see 3.5.4.1.2.4]
2. The user specifies size and color of each floor. [see 3.5.4.1.2.3]
3. The user builds a rough floor plan by putting together outline shapes of the rooms for each floor. [see 3.5.4.1.2.5]
4. The user specifies exterior doors and windows for each room. [see 3.5.4.1.2.6]
5. Webapp checks whether FloorPlan is already made
6. Webapp saves configuration [see 3.5.4.1.2.7]
7. Web replace the existing one. [see 3.5.4.1.2.7]
8.4.6 Selecting SafeHome Components
[image: image43.jpg]User

Webapp

Select recommended conponents?

Addfdelete components
from st

I

Give the bill-of-materials a
name

Display recommended
components

Create and display &
bilkof materials





1. Webapp asks user whether he wants recommended components. [see 3.5.4.2.2.3]
2. The webapp recommends product components (sensors, cameras, control panels…) and other features (PC-based functionality implemented in software…) for each room and exterior entrance based on FloorPlan. [see 3.5.4.2.2.3]
3. The user adds the components to, or deletes the components from the FloorPlan. Each component has provided by webapp has number, name, type, description, price. [see 3.5.4.2.2.4]
4. The webapp creates and displays a bill-of-materials. [see 3.5.4.2.2.6]
5. The user gives the bill-of-materials a name [see 3.5.4.2.2.7]
6. User saves it for later purchase. [see 3.5.4.2.2.7]
8.4.7 Purchasing Configuration
[image: image44.jpg]S credit ca
/PayPal

Enter card number
along with security
nurnber

Login to PayPal

Canfirm the order

User Webapp
Choose payment method
¢ Iyes

Show bill-of materia

Pay the order





Scenario: 

1.  The user chooses the payment method (credit card, PayPal, etc.). [see 3.5.5.2.2]
2.  When the user chooses credit card, one enters the card number along with security number. [see 3.5.5.2.3]
3.  When the user chooses PayPal, one logs-in to PayPal. [see 3.5.5.2.4]
4.  The webapp shows again the bill-of-materials. [see 3.5.5.2.5]
5.  The user confirms the order. [see 3.5.5.2.5]

6. Webapp pays the order [see 3.5.5.2.5]

7. If error is occurred. Go to step 1.
8.4.8 Getting Technical Support Information
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1.  The user selects subcategory from navigation menu bar. [see 3.5.6.2.1]
2.  Webapp provides the users the FAQs (The user gives comments for FAQs by grading the FAQ categories at most once at one category). [see 3.5.6.2.2]
3.  Webapp provides Q&A bulletin (The user writes posts on Q&A at most 30 in     one day). [see 3.5.6.2.4]
8.4.9 Contacting Customer Support
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1. The user selects subcategory from navigation menu bar. [see 3.5.7.2.1]
2. Webapp provides address, phone number, map of local service centers. [see 3.5.7.2.2]
3. Webapp provides users chat service with SafeHome employee in real-time. [see 3.5.7.2.3]
4. The user leaves a phone number for employee to call user back. [see 3.5.7.2.4]
9. Sequence Diagrams

9.1 Security Features

9.1.1 Validating Password
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Scenario
1. Password is sent by the primary actor(s). 
2. SafeHome compares the given password with master password. [10.1.1.2.2]
3. If the given password matches master password, the control is passed to the user. [10.1.1.2.3]
4. If the given password doesn’t match master password, SafeHome compares the password with secondary password table. [10.1.1.2.4]
5. If password matches secondary password table, user has the secondary level controlling authority state. [10.1.1.2.5]
6. When the user enter incorrect password 3 times in a row, the SafeHome is locked for 10 minutes. [10.1.1.2.6]
9.1.2 Encountering Alarm Condition
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Scenario
1. The sensor sends its ID and status to the SafeHome. [10.1.2.2.2]
9.1.3 Handling Alarm Event
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Scenario
1. If alarm system is activated during armed state, there is a siren and highlights the ID of the sensor that detected the situation at the webapp. (High) [10.1.2.2.2]
2. During the state which siren is activated, another alarm system can be also activated. Then sound siren again. (Medium) [10.1.3.2.2]
3. The siren continues for 5 minutes. (Low) [10.1.3.2.3]
4. The user can deactivate the siren by entering a correct password. (Medium) [10.1.3.2.4]
9.1.4 Arming/Disarming the System
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Scenario
1. The user inputs the password in the control panel. [10.1.2.2.1]
2. If the password is validated, the user chooses arm/disarm state. [10.1.2.2.1]
Sensors and activated/deactivated – see use-case: “Handling alarm event”.
9.2 Surveillance Features

9.2.1 Defining Camera Locations
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Scenario
1. The user logs-in to the webapp. [see 10.2.1.1.2.1]
2. The user accesses ‘Home surveillance’ function. [see 10.2.1.1.2.1]
3. The system shows FloorPlan and conditions of registered cameras to the present. [see 10.2.1.1.2.3]
4. The user fills information fields of the camera on this page additionally. [see 10.2.1.1.2.1]
5. After camera is registered, camera icon that has been named is created beside the FloorPlan. [see 10.2.1.1.2.3]
9.2.2 Displaying Camera View 
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Scenario
1. The user logs-in to the webapp. [see 10.2.1.1.2.1]
2. The user accesses ‘Home surveillance’ function. [see 10.2.1.1.2.1]
3. The user presses any camera icon on FloorPlan. [see 10.2.1.2.2.1]
4. Thumbnail view matched with the camera icon is appeared on pop-up (There are at most 4 pop-up screens.). [see 10.2.1.2.2.1]
5. The user presses thumbnail view. [see 10.2.1.2.2.2]
6. This view is monitored real-time on bigger pop-up screen. [see 10.2.1.2.2.2]
9.2.3 Controlling Camera Pan
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Scenario
1. Camera view is being displayed on screen. [see 10.2.1.2.2.2]
2. The user can control the degree of the pan through a control bar (horizontal) shown on the corner of the larger pop-up screen. [see 10.2.2.1.2.2]
3. The scope of screen is controlled by camera movement (180 degrees east-west and south-north). [see 10.2.1.2.2.3]
9.2.4 Controlling Camera Zoom
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Scenario
1. Camera view is being monitored on screen. [see 10.2.1.2.2.2]
2. The user can control the degree of the zoom (at most 5 times) through a control bar (vertical) shown on the corner of the larger pop-up screen. [see 10.2.2.2.2.2]
3. The scope of screen is controlled by camera movement. [see 10.2.1.2.2.3]
9.2.5 Controlling Camera Recording – recording on web, commended by user
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Scenario
1. The user clicks ‘record’ button on the larger pop-up screen. [see 10.2.3.1.2.4]
2. The system records on the monitor. [see 10.2.3.1.2.4]
3. The user clicks ‘stop’ button and ‘save’ button. [see 10.2.3.1.2.4]
4. The system saves recording as the file. [see 10.2.3.1.2.4]
9.2.6 Automatic Camera Recording
[image: image56.jpg]User

Camera SafeHome System

Alarm System

boot_the_SafeHorme() o

<1 hour> | _ request_recording_ane_hour_every_30_minutes()

resave_stored_recording_as_a_fle)

turm_off_SafeHome()

SZ_| jtore_recording_in_a_disk(

»
turm_off_camera()

camera_tumed_off)

turnfed_off)





Scenario
1. The SafeHome is booted.

2. The past one hour of record is stored in a disk automatically and it is updated every 30 minutes. [see 10.2.3.1.2.2]
9.2.7 Managing/Replaying Recorded Camera Views
[image: image57.jpg]User Webapp
Ref
Validating ID and Password
h
I show_menu()
select_home_surveilance(
= >
le show_FloorPlan_and_registered_cameras()
‘ show_FloorPlan_subrmenu)

select_file_list)

-

show_recording file_list(

>

manage_and_replay files)





Scenario
1. The user logs-in to the webapp. [see 10.2.3.2.2.1]
2. The user accesses ‘Home surveillance’ function. [see 10.2.3.2.2.1]
3. The user presses file-list icon on FloorPlan. [see 10.2.3.2.2.1]
4. The user checks list of recording file. [see 10.2.3.2.2.1]
5. The user manages (change file name, input information, remove file, group files)/replays files. [see 10.2.3.2.2.1]
9.3 Home Management Features

9.3.1 Controlling Lighting
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Scenario

1. The user logs-in to the webapp. [see 10.3.1.2.1]
2. On the FloorPlan, location of the light is chosen (living room, kitchen, rooms, entrance, etc). [see 10.3.1.2.2]
3. The user chooses the specific lighting in the location. [see 10.3.1.2.2]
4. The user chooses whether to turn on/off/auto-lighting the light. [see 10.3.1.2.2]
9.3.2 Controlling Heating
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Scenario

1. The user logs-in to the webapp. [see 10.3.2.1.2.1]
2. The user chooses ‘heating’ option on the screen. [see 10.3.2.1.2.1]
3. The user selects the temperature. [see 10.3.2.1.2.1]
4. The user turns on the heating system. [see 10.3.2.1.2.1]
9.3.3 Controlling Ventilation
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Scenario

1. Sensor detects low density of oxygen or high density of carbon dioxide. [see 10.3.2.2.2.1]
2. The sensor notifies the SafeHome. [see 10.3.2.2.2.1]
3. The SafeHome turns on the ventilation system until the air gets fresh. [see 10.3.2.2.2.1]
9.3.4 Detecting Fire
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Scenario

1. Sensors detects an unusual amount of CO. [see 10.3.2.3.2.1]
2. It notifies the SafeHome. [see 10.3.2.3.2.1]
3. The SafeHome checks the temperature if it is abnormally high in certain place in the house. [see 10.3.2.3.2.2]
4. The alarm goes off. [see 10.3.2.3.2.3]
9.3.5 Controlling Air Conditioning
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Scenario

1. The user logs in to the webapp. [see 10.3.2.4.2.1]
2. The user chooses ‘air conditioning’ option on the screen. [see 10.3.2.3.2.1]
3. The user selects the temperature. [see 10.3.2.3.2.1]
4. The user turns on the air conditioning system. [see 10.3.2.3.2.1]
9.3.6 Controlling Audio/Video (A/V)
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Scenario
1. The user logs-in to the webapp. [see 10.3.3.2.1]
2. The user chooses ‘A/V control’ option on the screen. [see 10.3.3.2.1]
3. The user remotely chooses the TV or radio. [see 10.3.3.2.1]
4. The user makes reservations to record the contents of TV or radio or turn off the TV or radio. [see 10.3.3.2.2]
9.3.7 Status Setting
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Scenario
1. The user enters '#', '*', 'state', '#' to change the state to 'state'. [see   10.3.4.2.1]
2 - 1. When SafeHome is in 'away' state, the whole house is armed. [see 10.3.4.2.2]
2 - 2. When SafeHome is in 'stay' state, the house is disarmed. [see 10.3.4.2.3]
2 - 3. When SafeHome is in 'sleep' state, the front door is monitored. [see 10.3.4.2.4]
2 - 4. When SafeHome is in 'vacation' state, the house is in long-term 'away' so the house is armed thoroughly. [see 10.3.4.2.5]
2 - 5. When SafeHome is in 'grounded' state, every doors and windows are locked 
and cannot be unlocked from inside. [see 10.3.4.2.6]
2 - 6. When SafeHome is in '911' state, an emergency call is immediately sent to the nearest Fire Station, and when the state is 'grounded' it unlocks the doors and windows. [see 10.3.4.2.7]
9.4 Webapp Features

9.4.1 Getting SafeHome General Information
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Scenario: 
1. The user selects subcategory from navigation menu bar. [see 10.5.1.2.2]
2. The webapp displays information of the selected subcategory. [see 10.5.1.2.3]
9.4.2 Registering User
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Scenario: 

1. The user fills in forms for required information. [see 10.5.2.2.2]
2. Webapp Checks whether the user is already registered. [see 10.5.2.2.3]
3. Register the user. [see 10.5.2.2.5]
9.4.3 Deleting Account
[image: image67.jpg]User

select_delete_account()

Webapp

=

message(

request_for_pwd(

enter_pwd)

>

deleting_successful)





Scenario: 

1. The webapp shows a message "You cannot use SafeHome after deleting the account." [see 10.5.2.2.7]
2. The user fills in forms for required information. [see 10.5.2.2.2]
3. Webapp deletes account. [see 10.5.2.2.6]
9.4.4 Validating ID and Password
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Scenario: 

1. The user fills in ID and password fields. [see 10.5.3.2.2]
2. Webapp logs-in the user. [see 10.5.3.2.3]
9.4.5 Describing FloorPlan
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Scenario: 

1. The user enters number of floors [see 10.5.4.1.2.4]
2. The user specifies size and color of each floor. [see 10.5.4.1.2.3]
3. The user builds a rough floor plan by putting together outline shapes of the rooms for each floor. [see 10.5.4.1.2.5]
4. The user specifies exterior doors and windows for each room. [see 10.5.4.1.2.6]
5. Webapp saves configuration [see 10.5.4.1.2.7]
9.4.6 Selecting SafeHome Components

· Select components
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· Select recommend components
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Scenario: 

1. The webapp recommends product components (sensors, cameras, control panels…) and other features (PC-based functionality implemented in software…) for each room and exterior entrance based on FloorPlan. [see 10.5.4.2.2.3]
2. The user adds the components to, or deletes the components from the FloorPlan. Each component has provided by webapp has number, name, type, description, price. [see 10.5.4.2.2.4]
3. The webapp creates and displays a bill-of-materials. [see 10.5.4.2.2.6]
4. The user gives the bill-of-materials a name and save it for later purchase. [see 10.5.4.2.2.7]
9.4.7 Purchasing Configuration
· Credit card payment
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· PayPal
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Scenario: 

1.  The user chooses the payment method (credit card, PayPal, etc.). [see 10.5.5.2.2]
2 - 1.  When the user chooses credit card, one enters the card number along with security number. [see 10.5.5.2.3]
2 - 2.  When the user chooses PayPal, one logs-in to PayPal. [see 10.5.5.2.4]
3.  The webapp shows again the bill-of-materials. [see 10.5.5.2.5]
4.  The user confirms the order. [see 10.5.5.2.5]
9.4.8 Getting Technical Support Information
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Scenario: 
1.  The user selects subcategory from navigation menu bar. [see 10.5.6.2.1]
2 - 1.  Webapp provides the users the FAQs (The user gives comments for FAQs by grading the FAQ categories at most once at one category). [see 10.5.6.2.2]
2 - 2.  Webapp provides Q&A bulletin (The user writes posts on Q&A at most 30 in     one day). [see 10.5.6.2.4]
9.4.9 Contacting Customer Support
· Call-me-now customer service
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· Chat service (with employee)
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· Local Service Center service
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Scenario: 

1. The user selects subcategory from navigation menu bar. [see 10.5.7.2.1]
2 - 1. Webapp provides address, phone number, map of local service centers. [see 10.5.7.2.2]
2 - 2. Webapp provides users chat service with SafeHome employee in real-time. [see 10.5.7.2.3]
2 - 3. The user leaves a phone number for employee to call user back. [see 10.5.7.2.4]
Ⅳ Requirements
10. System Features
10.1 Security Features

10.1.1 Password Validation

10.1.1.1 Description

The password is an important part in distinguishing owner in SafeHome. SafeHome requires the password to use control panel and webapp.

10.1.1.2 Scenario

1 SafeHome compare given password with master password
. <High>
2 If the given password matches master password, the user can manipulate the control panel. <High>
3 If the given password doesn't match master password, SafeHome compares the password with secondary password table. <High>
4 If the given password matches secondary password table
, user has the secondary level controlling authority state
. <High>
5 If the given password doesn't also match secondary password table, there is a short beep. <Medium>
6 When the user enter incorrect password 3 times in a row, the SafeHome is locked for 10 minutes. <High>
10.1.1.3 Qualification Provision

Control panels should be ready for any input.

The 'beep' sound comes from the control panel.
10.1.1.4 Constraint

After 5 second each key entered, back to the initial key enter state. <Low>
The SafeHome can communicate with the password table.

10.1.1.5 Priority

High
10.1.1.6 Special Requirement

1 When the user enters the wrong password more than three times and the system becomes locked, a notification is sent to the SafeHome owner via SMS. <Low>
10.1.2 Monitoring System

10.1.2.1 Description

When SafeHome is armed, it starts to monitor sensors
. This state is the most important state when performing essential functions.

10.1.2.2 Scenario

1 The SafeHome can be disarmed by entering a correct password. <High>
2 When the alarm system is activated, the ID of the sensor that detected the situation is highlighted at the webapp. <Low>
3 When there is a disconnection between any sensors and SafeHome system, the alarm system is activated. <High>
4 In case of fire, the screen shows 'FIRE' and the state changes to '911' and alarm system is activated. <Low>
10.1.2.3 Qualification Provision

System has been programmed for recognizing various sensors.

10.1.2.4 Priority

High

10.1.2.5 Constraint

Every sensor is not triggered before the home is armed. <High>
10.1.2.6 Special Requirement

1 When the water level of the basement rises more than 30 cm, the alarm system is activated. <Low>
2 If any one of the sensors is triggered when trying arming the house, the control panel displays 'not-ready' message. <Medium>
10.1.3 Alarm system

10.1.3.1 Description

If some trigger is occurred, alarm system works to inform the owner.

The owner can be notified about the crisis circumstance by alarm.

10.1.3.2 Scenario

1 If alarm system is activated during armed state, there is a siren. <High>
2 During the state which siren is activated, another alarm system can be also activated. Then sound siren again. <Medium>
3 The siren continues for 5 minutes. <Low>
4 The user can deactivate the siren by entering a correct password. <Medium>
10.1.3.3 Qualification Provision

The siren is mounted in both the interior, exterior walls of the house.

10.1.3.4 Constraint

10.1.3.5 Priority

High

10.1.3.6 Special Requirement

1 When the siren rings, a phone call is made to the owner of SafeHome with recorded voice message. <Medium>

10.2 Surveillance Features

10.2.1 Camera
 Monitoring Control Requirements

10.2.1.1 Defining Camera Locations

10.2.1.1.1 Description

User can define camera locations in owner's home through the webapp.

10.2.1.1.2 Scenario

1 When Camera is added (or when cameras are installed first), user should log-in to the webapp, access ‘Home surveillance’ function, and register information of the camera on this page. <Medium> 
2 Each camera has the information of its ID and its name according to its location.(e.g.ID: 1, name: Living Room; ID: 2, name: Soo's room) <Medium>
3 When camera is registered, camera icon that has been named is created beside the FloorPlan
. <Low>
10.2.1.1.3 Qualification Provision

All cameras should be working well.

The camera icon can be placed on the FloorPlan, only after the FloorPlan is built.

10.2.1.1.4 Constraint

10.2.1.1.5 Priority

Medium

10.2.1.1.6 Special Requirement

1 In FloorPlan page, user can locate the camera icon named on the place where the camera is actually located in the house. <Medium>

10.2.1.2 Displaying Camera View

10.2.1.2.1 Description

The user can monitor one's house through the webapp.

10.2.1.2.2 Scenario

1 If any camera icon on FloorPlan is pressed, thumbnail view
 matched with the camera icon is appeared on pop-up. <Medium>
2 When pressing thumbnail view, user can monitor on a bigger pop-up screen. <Medium>
3 The scope of screen can be controlled by camera movement (pan and zoom). <Medium>
4 When any camera does not work, it notifies the owner and there is a red 'X' on the icon. <Low>
5 The user has an option to block camera with a password. <Medium>
10.2.1.2.3 Qualification Provision

Under FloorPlan page, cameras are operating.

10.2.1.2.4 Constraint

There are at most 4 pop-up screens. <Low>
Camera views are monitored in real time. <Medium>
10.2.1.2.5 Priority

High

10.2.1.2.6 Special Requirement

10.2.2 Camera Movement Control Requirements

10.2.2.1 Camera Pan Control

10.2.2.1.1 Description

User can control camera pan remotely through webapp.

10.2.2.1.2 Scenario

1 Camera moves with the user's will. <Low>
2 The user can control the degree of the pan through a control bar (horizontal) shown on the corner of the larger pop-up screen. <Low>
10.2.2.1.3 Qualification Provision

Camera should be working normally.

When there is electricity shortage, pan function doesn't work.

10.2.2.1.4 Constraint

Pan function enables the user to move around the camera 180 degrees east-west and south-north. <Low>
10.2.2.1.5 Priority

Low

10.2.2.1.6 Special Requirement

1 The camera can capture movements of objects and follow it.
10.2.2.2 Camera Zoom Control

10.2.2.2.1 Description

User can control camera zoom remotely through webapp.

10.2.2.2.2 Scenario

1 Camera zooms in and out with user's will. <Low>
2 The user can control the degree of the zoom through a control bar (vertical) shown on the corner of the larger pop-up screen. <Low>
10.2.2.2.3 Qualification Provision

Camera should be working normally.

When there is electricity shortage, pan function doesn't work.

10.2.2.2.4 Constraint

Zoom function enables the user to zoom-in and out for at most 5 times. <Low>
10.2.2.2.5 Priority

Low

10.2.2.2.6 Special Requirement

1 The camera can capture movements of objects and follow it.
10.2.3 Camera Recording/Replaying Control Requirements

10.2.3.1 Camera Recording Control

10.2.3.1.1 Description

Camera views are recorded partially on real-time.

10.2.3.1.2 Scenario

1 Recording is divided into automatic recording on real-time and recording on web commended by user. <Low>
2 In Automatic recording, the past one hour of the record is stored in a disk automatically and it is updated every 30 minutes. <Low>
3 When the alarm goes off, it automatically stores what is recorded for the proceeding one hour while keeping the past record that has been saved. <Low>
4 The user can choose a camera, and record it by clicking 'record' button, stop it by clicking ‘stop’ button and save it by clicking ‘save’ button on the larger pop-up screen. <Low>
10.2.3.1.3 Qualification Provision

There should be enough disk memory.

Camera should be working normally.

10.2.3.1.4 Constraint

The recorded frame quality cannot guarantee the original frame quality. <Low>
10.2.3.1.5 Priority

Low

10.2.3.1.6 Special Requirement

10.2.3.2 Camera Managing/Replaying Control

10.2.3.2.1 Description

User can manage/replay records stored in a disk.

10.2.3.2.2 Scenario

1 User can log-in to the webapp, access ‘Home surveillance’ function, press ‘file-list’ icon on FloorPlan, and check list of recording file and manage/replay files through webapp (change file name, input information, remove file, group files). <Low>
10.2.3.2.3 Qualification Provision

The user can only see the records that are only stored in the disk.

10.2.3.2.4 Constraint

10.2.3.2.5 Priority

Low

10.2.3.2.6 Special Requirement

10.3 Home Management Features

10.3.1 Lighting
 Control Requirements

10.3.1.1 Description

User can control all lighting around the house through webapp.

10.3.1.2 Scenario

1 The user can log-in to the webapp and control lighting. <Low>
2 On the FloorPlan, location and the specific light from the location can be chosen (living room, kitchen, rooms, entrance, etc.). <Low>
3 Automated lighting is available through the option 'auto-light,' in which light in the living room is turned on and off at random intervals. This is available when the state is in ‘vacation’ or’ ‘overnight travel’ (Default: not automated) <Low>
10.3.1.3 Qualification Provision

All lights can be manipulated by SafeHome.

Each light should be functioning normally.

10.3.1.4 Constraint

10.3.1.5 Priority

Low

10.3.1.6 Special Requirement

1 The sensor at the entrance should differentiate between human and non-human. <Low>
2 Types of lighting that has degree of brightness, this can also be controlled remotely. In this case, the web site provides an interface that allows the user to change the degree of lights. (Just like volume controller.)
10.3.2 HVAC Control Requirements

10.3.2.1 Heating

10.3.2.1.1 Description

Controls the temperature of the house, especially when it is cold outside.

10.3.2.1.2 Scenario

1 Users can log-in and remotely control the heating system in the living room through webapp. <Medium>
2 When the state is 'away', the user can remote control the heating system through webapp. <Medium>
10.3.2.1.3 Qualification Provision

Heating system and water system can be controlled remotely.

Heating system should be turned off when the house temperature is too high, and turned on when the house temperature is too low.

10.3.2.1.4 Constraint

10.3.2.1.5 Priority

Medium

10.3.2.1.6 Special Requirement

1 When the state is 'away', the user can remote control the bathroom so that hot water is ready in the bathtub when the user arrives.
10.3.2.2 Ventilation

10.3.2.2.1 Description

The main purpose of this system is to keep the air fresh in the house.

10.3.2.2.2 Scenario

1 When SafeHome detects low density of oxygen or high density of carbon dioxide, it is turned on automatically. <Medium>
2 It regularly ventilates the whole house (10a.m.), about 1hour per day. <Low>
10.3.2.2.3 Qualification Provision

Ventilation should guarantee fresh air to come in the house.

10.3.2.2.4 Constraint

10.3.2.2.5 Priority

Medium

10.3.2.2.6 Special Requirement

1 When sensing a fire, unexpected high temperature should also be detected.
10.3.2.3 Fire Detecting
10.3.2.3.1 Description

The main purpose of this system is to detect fire.

10.3.2.3.2 Scenario

1 When the sensor detects an unusual amount of CO (Carbon monoxide), it notifies the SafeHome.<High>
2 When the SafeHome is notified, it checks whether some part of the interior has abnormally high temperature.<High>
3 When there is abnormally high temperature, the SafeHome considers the situation is 'fire' and the alarm goes off.<High>
10.3.2.3.3 Qualification Provision

The ventilation system and sensors should be working.
The ventilation system and sensors can communicate with SafeHome.
10.3.2.3.4 Constraint
Sensing CO is for fire detection or dangerously insufficient amount of oxygen, so slight change in CO density is not detected. <Medium>

10.3.2.3.5 Priority

High
10.3.2.3.6 Special Requirement

1 When sensing a fire, unexpected high temperature should also be detected.
10.3.2.4 Air Conditioning

10.3.2.4.1 Description

Controls the temperature of the house, especially when it is hot outside.

10.3.2.4.2 Scenario

1 Users can log-in to the webapp and remotely control the air conditioning system in the living room. <Low>
2 When the air conditioning continues for more than 2 hours while the state is 'away', it notifies the SafeHome owner by SMS. <Medium>
10.3.2.4.3 Qualification Provision

Air conditioning system should be turned off when the house temperature is too low, and turned on when the house temperature is too high.

10.3.2.4.4 Constraint

This control system should not activate during winter. <Low>
10.3.2.4.5 Priority

Medium

10.3.2.4.6 Special Requirement

10.3.3 Audio/Video(A/V) equipment
 Control Requirements

10.3.3.1 Description

A/V equipment can be controlled remotely by the user. 

10.3.3.2 Scenario

1 The user can turn on and off the TV, DVD, digital recorders or audio remotely by webapp log-in. <Low>
2 The user can make reservations to record the contents of the TV, DVD, digital recorders or audio. <Low>
3 Reservations are managed in a list.
10.3.3.3 Qualification Provision

All A/V equipment can be controlled remotely.

There should be enough storage to record the reserved contents.

10.3.3.4 Constraint

10.3.3.5 Priority

Low

10.3.3.6 Special Requirement

1 SafeHome automatically records user's preferred programs based on past records. <Low>

10.3.4 Status
 Setting Requirements

10.3.4.1 Description

User can control the home status such as 'away', 'stay', 'sleep', 'grounded', 'vacation', ‘overnight travel’, '911.'

10.3.4.2 Scenario

1 The user should enter '#','*','state','#' to change the state to 'state'.

2 When SafeHome is in 'away' state, the whole house is armed. <Medium>
3 When SafeHome is in 'stay' state, the house is disarmed.

4 When SafeHome is in 'sleep' state, the front door is monitored.

5 When SafeHome is in 'vacation' state, the house is in long-term 'away' so the house is armed thoroughly. <Medium>
6 When SafeHome is in ‘overnight travel’, the house is empty for overnight.
7 When SafeHome is in 'grounded' state, every doors and windows are locked and cannot be unlocked from inside. <Medium>
8 When SafeHome is in '911' state, an emergency call is immediately sent to the nearest Fire Station, and when the state is 'grounded' it unlocks the doors and windows. <High>
10.3.4.3 Qualification Provision

To change the state, the user should enter the correct password and continue.

10.3.4.4 Constraint

10.3.4.5 Priority

High

10.3.4.6 Special Requirement
10.4 Webapp Features
10.4.1 Providing SafeHome general information

10.4.1.1 Description

All users can browse and see general information of SafeHome.

10.4.1.2 Scenario

1 A user selects 'SafeHome information' from major functions menu bar. <Low>

2 The user selects subcategory from navigation menu bar. <Low>

3 The webapp displays information of the selected subcategory. <Low>

10.4.1.3 Qualification Provision

The SafeHome company server should be working.

Users should access the webapp through Internet-enabled device.

10.4.1.4 Constraint

10.4.1.5 Priority

Low

10.4.1.6 Special Requirement

1 Displays Flash-powered show cases. <Low>

10.4.2 User Registration/ Deleting Account

10.4.2.1 Description

An unregistered user can register to validate later.

10.4.2.2 Scenario

1 A user selects 'Register' from major functions menu bar. <Low>
2 The user fills in forms for required information. <Low>
3 Check whether the user is already registered. <Medium>
4 When the user is registered, redirect the page to log-in page. <Medium>
5 When the user is not registered, register the user. <Medium>
6 The user can delete one's account after log-in. <Medium>
7 When SafeHome-owned user tries to delete one's account, the webapp shows a message "You cannot user SafeHome after deleting the account." <High>
8 After deleting the account, the user cannot use the SafeHome product anymore. <High>
9 When the user wants to reregister and reuse the SafeHome product, one should contact the company. <Medium>
10.4.2.3 Qualification Provision

The registration information should be encrypted during the registration process.

10.4.2.4 Constraint

Company employees cannot access to registered information. <Medium>
10.4.2.5 Priority

High

10.4.2.6 Special Requirement

1 The user can register to the webapp through phone call. <Medium>
10.4.3 User validation

10.4.3.1 Description

Registered users can validate themselves to do customized operations (log-in).

10.4.3.2 Scenario

1 A user selects 'log-in' from major functions menu bar.

2 The user fills in ID and password fields.

3 If the ID and password is correct, log-in the user.

10.4.3.3 Qualification Provision

10.4.3.4 Constraint

The user must be registered.

10.4.3.5 Priority

High

10.4.3.6 Special Requirement

1 When the user forgets one's ID or password, validation e-mail is sent to the registered e-mail address. <Medium>
2 When the user types in wrong ID and password for more than 3 times, at the third time it uses a *CAPTCHA (Completely Automated Public Turing test to tell Computers and Humans Apart). <Medium>
10.4.4 Customization

10.4.4.1 Describing FloorPlan

10.4.4.1.1 Description

A registered user can customize home layout through a step-by-step process.

10.4.4.1.2 Scenario

1 A user selects 'Customization' from major functions menu bar. <Low>
2 The user selects 'Describe home layout' from navigation menu bar. <Low>
3 FloorPlan can control its own size and change its color. <Low>
4 Number of floors is asked. <Medium>
5 The user will build a rough floor plan by putting together outline shapes of the rooms for each floor. <Medium>
6 Exterior doors and windows for each room are asked. <Medium>
7 Save configuration or replace existing one. <Low>
10.4.4.1.3 Qualification Provision

The user knows well about blueprint of one's house and could correctly reflect the blueprint to the webapp.

10.4.4.1.4 Constraint

10.4.4.1.5 Priority

Medium

10.4.4.1.6 Special Requirement

1 When user enters one's address on the screen, the company provides the FloorPlan based on the blueprint retrieved from the database. <Low>
10.4.4.2 Select SafeHome components

10.4.4.2.1 Description

A registered user can select SafeHome components through a step-by-step process.

10.4.4.2.2 Scenario

1 A user selects 'Customization' from major functions menu bar. <Low>
2 The user selects 'Select SafeHome components' from navigation menu bar. <Low>
3 The webapp recommends product components (sensors, cameras, control panels…) and other features (PC-based functionality implemented in software…) for each room and exterior entrance. <Medium>
4 The user can add the components to, or delete the components from the FloorPlan. <Medium>
5 Each component has provided by webapp has number, name, type, description, price. <Low>
6 The webapp creates and displays a bill-of-materials. <Low>
7 The user gives the bill-of-materials a name and save it for later purchase. <Low>
10.4.4.2.3 Qualification Provision

All components can be bought off-the-shelf.

10.4.4.2.4 Constraint

For all components, brand is already selected.

10.4.4.2.5 Priority

Low

10.4.4.2.6 Special Requirement

1 There is a example of the completed FloorPlan. <Low>
10.4.5 Purchasing configuration

10.4.5.1 Description

The user pays for the bill-of-materials
 when one decides the FloorPlan.

10.4.5.2 Scenario

1 The user selects 'Purchase' from major functions menu bar. <Low>
2 Request user to choose the payment method (credit card, PayPal, etc.). <Low>
3 When the user chooses credit card, one should enter the card number along with security number. <High>
4 When the user chooses PayPal, one logs-in to PayPal. <High>
5 The webapp shows again the bill-of-materials and allows the user to confirm the order. <Medium>
10.4.5.3 Qualification Provision

The user has enough money in one's credit card account or PayPal.

10.4.5.4 Constraints

The user billing information should be encrypted securely. <High>
10.4.5.5 Priority

High

10.4.5.6 Special Requirement
10.4.6 Providing Technical support information

10.4.6.1 Description

Provides resources for the user when the user needs help with SafeHome.

10.4.6.2 Scenario

1 The user selects ' Tech. Support' from major functions menu bar. <Low>
2 Provide the users the FAQs
. <Low>
3 The user can give comments for FAQs by grading the FAQ categories. <Low>
4 Q&A bulletin 
is provided. <Low>
5 When the user writes a question on the Q&A, employee from the company writes a reply. <Low>
6 The user can download a manual of SafeHome. <Low>
10.4.6.3 Qualification Provision

The user can use the FAQ and Q&A after log-in.

10.4.6.4 Constraints

Each user (each ID) can grade only category at most once. <Low>
One person can write at most 30 posts on Q&A in one day. <Low>
10.4.6.5 Priority

Medium

10.4.6.6 Special Requirement

1 Q&A Wizard is provided. <Low>
10.4.7 Contacting customer support

10.4.7.1 Description

Users can contact SafeHome in various ways.

10.4.7.2 Scenario

1 The user selects 'Contact' from major functions menu bar. <Low>
2 Webapp provides address, phone number, map of local service centers. <Low>
3 Webapp provides users a chance to chat with SafeHome employee in real-time. <Low>
4 When the user leaves a phone number, an employee calls the user back. <Low>
10.4.7.3 Qualification Provision

There should always be employers who can help the customers in need.

10.4.7.4 Constraints

10.4.7.5 Priority

Low

10.4.7.6 Special Requirement
11. External Interface Requirements
11.1 User Interfaces
The system will make use of one or more PC's, various wall-mounted and/or handheld control panels, various sensors, camera, and appliance/device controllers

All will communicate via wireless protocols (e.g., 802.11b) and will be designed for new-home construction and for application within existing homes.

All hardware with the exception of our new wireless box will be off the shelf.

Two of the various control panels are at the front door: one in the interior, the other at the exterior.

11.1.1 Webapp


A webapp lets users to customize, buy SafeHome components and access all SafeHome functions via the internet with appropriate password protection. The webapp provides same look and feel throughout all SafeHome remote operations.
11.1.1.1 User Interface Design Patterns

11.1.1.1.1 Top-level navigation


Provides a top-level menu coupled with a SafeHome logo. The menu provides direct navigation to appropriate major functions in a given context. (e.g. logged-in vs. not logged-in) 

11.1.1.1.2 Progress-form page layout 

Provides a progress sidebar so that user can identify which step he is in and which steps are left during a function progress.

11.1.1.1.3 Button

Allows user to confirm and procedure during a function progress.
11.1.1.1.4 Text box

Allows alphanumeric data to be entered in.

11.1.1.1.5 Sortable table

Displays a long list of records that can be sorted by selecting a toggle mechanism for any column level.

11.1.1.1.6 Drop down list

Allows the user to choose one value from a list.
11.1.1.1.7 Tree view

Presents a hierarchical view of information.
11.1.1.1.8 FloorPlan builder


Allows the user to view or build or edit a rough floor plan by putting together outline shapes, rooms, external entrances and others devices for each floor.

11.1.1.2 Overall Flow Diagram


The following flow diagram describes briefly the overall structure and behavior of the Safe Home System in perspective of Webapp user interface.

11.1.1.2.1 Front menu
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11.1.1.2.2 Functions menu
[image: image79.png]Functions menu

Delete account screen

Delete account success

Delete Account

Describe FloorPlan | |

message

Select components
Purchase bill-of-materials

Technical support

Confirm password

OK

screen

Success

OK

[y

L

Purchase configuration

Describe FloorPlan number

Describe FloorPlan size and

Build a rough FloorPlan

of floors screen

Number of floorbw

OK

‘Color of each floor screen

Floor name
size ||
Color ||
OK

screen

FloorPlan

OK

e

Describe FloopPlan success

select method screen

Purchase methddw|

OK

Screen

Success

OK

4

Purchase configuration credit

Recommended components

Select components screen

Select components bill-of-

card screen

Card number

Security number

OK

screen

Do you want
recommended
product components
to be added?

Yes
No

materials screen

My | Gomponent

Cart | | Catalog) oS PUon rt—— Billof-materials
Add Name.
Delete

oK OK

1

Purchase configuration

Purchase configuration

Purchase configuration

Purchase configuration fail

PayPal screen

Card number

Security number

OK

‘confirm screen

Bill-of-materials

OK

Success screen

Success

OK

screen

Success

OK





[image: image80.png]Functions menu (Continued)

Technical support menu

Technical support FAQs

Technical support Q8A

Screen

Security
Surveillance | FAQs
Home management Q&A bulletin

Communication

creen

bullefin screen

Q&A

list Entry

New post
Reply

SN

Security control panel creen

Control Panel

Surveillance FloorPlan Surveillance camera Surveillance camera view Serveillance record file-ist
Screen ’/ Tumbnal view pop-up Pop-up Screen Screen
screen
Camera view
Record file-list
FloorPlan Camerd | lgl gl [Campra thmbnal view

list

Pan degree side bar

Change name

Record file-list oom degree siide ba Remove
A\ »| Start Record Replay
Home management menu Home management control
Screen Tighting screen
Control lighting
Control heating
[~ FloorPlan
Control ventilation T

Control air conditioning

Control AV
Set status >

On
Off

Communication check

Communication message list

Auto-lighting b 4

answering machine

messages screen /

Folder Password

Check message

Folder list -

Screen

Message

o Message

Delete message





11.1.2 Devices

11.1.2.1 Control panel

11.1.2.1.1 Buttons

· Button arrangements are just like the dials in the phone.

· There are 12 buttons in 3*4 formats.

· Button 1 corresponds to 'off' state.

· Button 2 corresponds to 'away' state.

· Button 3 corresponds to 'stay' state.

· Button 4 corresponds to 'sleep' state.

· Button 5 corresponds to 'grounded' state.

· Button 6 corresponds to 'vacation' state (This is same as ‘extended travel’).
· Button 7 corresponds to ‘extended travel’ state
· Button 9 corresponds to '911' state.

· Button * corresponds to 'ready' state.

11.1.2.1.2 Screen in control panel

· As default, it shows the number the user chooses, along with the function corresponding to the number.

· When the user tries to 'arm' the house, but the system is not ready, 'not-ready' message is shown on the screen.

· When something abnormal happens while booting SafeHome control panel, error message is shown.
11.1.2.1.3 Alarm Light

There are two alarm lights: 'armed', 'power'. 'armed' alarm light turns red when SafeHome activated(armed), and turns green, otherwise. 'power' alarm light turns red when the there is electricity shortage, and turns green, when control panel booting is complete.

11.2 Hardware Interfaces

11.2.1 Network hardware 

Each computing system employing the SafeHome shall have a network interface card.
11.2.2 Web-enabled Systems  

Each computing system employing the Safe Home shall have a display monitor capable of displaying web pages.
Appendix A: Dependency Traceability Table 
A1 Links among Security Features
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<Row (↓): Link out>

3.1.1 Password Validation

3.1.1.2.1 SafeHome compare given password with master password. <High>
3.1.1.2.3 If the given password doesn't match master password, SafeHome compares the password with secondary password table. <High>

3.1.1.2.6 When the user enter incorrect password 3 times in a row, the SafeHome is locked for 10 minutes. <High>

3.1.2.2.3 When there is a disconnection between any sensors and SafeHome system, the alarm system is activated. <High>

3.1.2.2.4 In case of fire, the screen shows 'FIRE' and the state changes to '911', and alarm system is activated. <Low>

3.1.2.6.1 When the water level of the basement rises more than 30 cm, the alarm system is activated. <Low>

3.1.3 Alarm System

3.1.3.2.1 If alarm system is activated during armed state, there is a siren. <High>
<Column(→): Link in>

3.1.1.2.1 SafeHome compare given password with master password. <High>
3.1.1.2.2 If the given password matches master password, the user can manipulate the control panel. <High>
3.1.1.2.3 If the given password doesn't match master password, SafeHome compares the password with secondary password table. <High>
3.1.1.2.4 If the given password matches secondary password table, user has the secondary level controlling authority state. <High>
3.1.1.2.5 If the given password doesn't also match secondary password table, there is a short beep. <Medium>
3.1.1.6.1 When the user enters the wrong password more than three times and the system becomes locked, a notification is sent to the SafeHome owner via SMS. <Low>
3.1.2.2.1 The SafeHome can be disarmed by entering a correct password. <High>
3.1.2.2.2 When the alarm system is activated, the ID of the sensor that detected the situation is highlighted at the webapp. <Low>
3.1.2.2.3 When there is a disconnection between any sensors and SafeHome system, the alarm system is activated. <High>
3.1.2.2.4 In case of fire, the screen shows 'FIRE' and the state changes to '911', and alarm system is activated. <Low>
3.1.2.6.1 When the water level of the basement rises more than 30 cm, the alarm system is activated. <Low>
3.1.3.2.2 During the state which siren is activated, another alarm system can be also activated. Then sound siren again. <Medium>
3.1.3.2.3 The siren continues for 5 minutes. <Low>
3.1.3.2.4 The user can deactivate the siren by entering a correct password. <Medium>
3.1.3.6.1 When the siren rings, a phone call is made to the owner of SafeHome with recorded voice message. <Medium>
A2 Links among Surveillance Features
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<Row (↓): Link out>

3.2.1.1.2.1 When Camera is added (or when cameras are installed first), user should register information of the camera on this page. <Medium>
3.2.1.1.2.3 When camera is registered, camera icon that has been named is created beside the FloorPlan
. <Low>
3.2.1.1.3.2 The camera icon can be placed on the FloorPlan, only after the FloorPlan is built.
3.2.1.2.2.1 If any camera icon on FloorPlan is pressed, thumbnail view
 matched with the camera icon is appeared on pop-up. <Medium>
3.2.1.2.2.2 When pressing thumbnail view, user can monitor on a bigger pop-up screen. <Medium>
3.2.2 Camera Movement Control Requirements
3.2.2.1.2.1 Camera moves with the user's will. <Low>
3.2.2.2.2.1 Camera zooms in and out with user's will. <Low>
3.2.3.1.2.1 Recording is divided into automatic recording on real-time and recording on web commended by user. <Low>
<Column(→): Link in>

3.2.1.1.2.2 Each camera has the information of its ID and its name according to its location.(e.g.ID: 1, name: Living Room; ID: 2, name: Soo's room) <Medium>
3.2.1.1.2.3 When camera is registered, camera icon that has been named is created beside the FloorPlan
. <Low>
3.2.1.1.6.1 In FloorPlan page, user can locate the camera icon named on the place where the camera is actually located in the house. <Medium>
3.2.1.2.2.1 If any camera icon on FloorPlan is pressed, thumbnail view
 matched with the camera icon is appeared on pop-up. <Medium>
3.2.1.2.2.2 When pressing thumbnail view, user can monitor on a bigger pop-up screen. 
3.2.1.2.2.3 The scope of screen can be controlled by camera movement (pan and zoom). <Medium>
3.2.2.1.2.2 The user can control the degree of the pan through a control bar (horizontal) shown on the corner of the larger pop-up screen. <Low>
3.2.2.2.2.2 The user can control the degree of the zoom through a control bar (vertical) shown on the corner of the larger pop-up screen. <Low>
3.2.3.1.2.2 In Automatic recording, the past one hour of the record is stored in a disk automatically and it is updated every 30 minutes. <Low>
3.2.3.1.2.4 The user can choose a camera, and record it by clicking 'record' button, stop it by clicking ‘stop’ button and save it by clicking ‘save’ button on the larger pop-up screen. <Low>
A3 Links among Home Management Features
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<Row (↓): Link out>

3.3.1.2.1 The user can log-in to the webapp and control lighting. <Low>
3.3.2.1.2.1 Users can remote control the heating system in the living room through webapp. <Medium>
3.3.2.1.2.2 When the state is 'away', the user can remote control the heating system through webapp. <Medium>
3.3.2.4.2.1 Users can remotely control the air conditioning system in the living room. <Low>
3.3.3.2.1 The user can turn on and off the TV or radio remotely by webapp log-in. <Low>
3.3.3.2.2 The user can make reservations to record the contents of the TV, and radio. <Low>
3.3.4.2.1 The user should enter '#','*','state','#' to change the state to 'state'.

<Column(→): Link in>

3.3.1.2.2 On the FloorPlan, location of the light can be chosen (living room, kitchen, rooms, entrance, etc.). <Low>
3.3.1.2.3 Automated lighting is available through the option 'auto-light,' in which light in the living room is turned on during sunset. (Default: not automated) <Low>
3.3.1.6.1 The sensor at the entrance should differentiate between human and non-human. <Low>
3.3.2.1.2.2 When the state is 'away', the user can remote control the heating system through webapp. <Medium>
3.3.2.1.6.1 When the state is 'away', the user can remote control the bathroom so that hot water is ready in the bathtub when the user arrives.
3.3.2.3.2.3 When there is abnormally high temperature, the SafeHome considers the situation is 'fire' and the alarm goes off. <High>
3.3.2.4.2.2 When the air conditioning continues for more than 2 hours while the state is 'away', it notifies the SafeHome owner by SMS. <Medium>
3.3.3.2.2 The user can make reservations to record the contents of the TV, and radio. <Low>
3.3.3.6.1 SafeHome automatically records user's preferred programs based on past records. <Low>
3.3.4.2.2 When SafeHome is in 'away' state, the whole house is armed. <Medium>
3.3.4.2.3 When SafeHome is in 'stay' state, the house is disarmed.
3.3.4.2.4 When SafeHome is in 'sleep' state, the front door is monitored.
3.3.4.2.5 When SafeHome is in 'vacation' state, the house is in long-term 'away' so the house is armed thoroughly. <Medium>
3.3.4.2.6 When SafeHome is in 'grounded' state, every doors and windows are locked and cannot be unlocked from inside. <Medium>
A4 Links among Communication Features
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<Row (↓): Link out>

3.4.1.6.1 Accessing answering machine through web page access, each family member has one's own account. <Low>
3.4.1.6.2 Each family member can access their answering machine subfolder through a password. <Low>
3.4.1.6.3 Each family member can store phone numbers that they want. <Low>
<Column(→): Link in>

3.4.1.6.2 Each family member can access their answering machine subfolder through a password. <Low>
3.4.1.6.3 Each family member can store phone numbers that they want. <Low>
3.4.1.6.4 Phone numbers that are not classified can be accessed by all family members. <Low>
3.4.1.6.5 Phone calls are classified into subfolders according to the stored phone numbers. <Low>
3.4.1.6.6 After access is granted, the family member can check messages that are stored in the answering machine. <Low>
A5 Links among Webapp Features

A5.1 Links among Webapp Features (1/3)
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<Row (↓): Link out>

3.5.1.2.1 A user selects 'SafeHome information' from major functions menu bar. <Low>
3.5.1.2.2 The user selects subcategory from navigation menu bar. <Low>
3.5.2.2.1 A user selects 'Register' from major functions menu bar. <Low>
3.5.2.2.2 The user fills in forms for required information. <Low>
3.5.2.2.3 Check whether the user is already registered. <Medium>
3.5.2.2.6 The user can delete one's account after log-in. <Medium>
3.5.2.2.8 After deleting the account, the user cannot use the SafeHome product anymore. <High>
3.5.3.2.1 A user selects 'log-in' from major functions menu bar.
3.5.3.2.2 The user fills in ID and password fields.
<Column(→): Link in>

3.5.1.2.2 The user selects subcategory from navigation menu bar. <Low>
3.5.1.2.3 The webapp displays information of the selected subcategory. <Low>
3.5.2.2.2 The user fills in forms for required information. <Low>
3.5.2.2.3 Check whether the user is already registered. <Medium>
3.5.2.2.4 When the user is registered, redirect the page to log-in page. <Medium>
3.5.2.2.5 When the user is not registered, register the user. <Medium>
3.5.2.2.7 When SafeHome-owned user tries to delete one's account, the webapp shows a message "You cannot user SafeHome after deleting the account." <High>
3.5.2.2.8 After deleting the account, the user cannot use the SafeHome product anymore. <High>
3.5.2.2.9 When the user wants to reregister and reuse the SafeHome product, one should contact the company. <Medium>
3.5.3.2.2 The user fills in ID and password fields.
3.5.3.2.3 If the ID and password is correct, log-in the user.
3.5.3.6.1 When the user forgets one's ID or password, validation e-mail is sent to the registered e-mail address. <Medium>
3.5.3.6.2 When the user types in wrong ID and password for more than 3 times, at the third time it uses a *CAPTCHA (Completely Automated Public Turing test to tell Computers and Humans Apart). <Medium>
A5.2 Links among Webapp Features (2/3)
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<Row (↓): Link out>

3.5.4.1.2.1 A user selects 'Customization' from major functions menu bar. <Low>
3.5.4.1.2.2 The user selects 'Describe home layout' from navigation menu bar. <Low>
3.5.4.1.2.4 Number of floors is asked. <Medium>
3.5.4.1.2.5 The user will build a rough floor plan by putting together outline shapes of the rooms for each floor. <Medium>
3.5.4.2.2.1 A user selects 'Customization' from major functions menu bar. <Low>
3.5.4.2.2.2 The user selects 'Select SafeHome components' from navigation menu bar. <Low>
3.5.4.2.2.4 The user can add the components to, or delete the components from the FloorPlan. <Medium>
3.5.4.2.2.6 The webapp creates and displays a bill-of-materials. <Low>
3.5.4.2.2.7 The user gives the bill-of-materials a name and save it for later purchase. <Low>
<Column(→): Link in>

3.5.4.1.2.2 The user selects 'Describe home layout' from navigation menu bar. <Low>
3.5.4.1.2.3 FloorPlan can control its own size and change its color. <Low>
3.5.4.1.2.4 Number of floors is asked. <Medium>
3.5.4.1.2.5 The user will build a rough floor plan by putting together outline shapes of the rooms for each floor. <Medium>
3.5.4.1.2.6 Exterior doors and windows for each room are asked. <Medium>
3.5.4.1.6.1 When user enters one's address on the screen, the company provides the FloorPlan based on the blueprint retrieved from the database. <Low>
3.5.4.2.2.2 The user selects 'Select SafeHome components' from navigation menu bar. <Low>
3.5.3.2.2.3 The webapp recommends product components (sensors, cameras, control panels…) and other features (PC-based functionality implemented in software…) for each room and exterior entrance. <Medium>
3.5.4.2.2.4 The user can add the components to, or delete the components from the FloorPlan. <Medium>
3.5.4.2.2.5 Each component has provided by webapp has number, name, type, description, price. <Low>
3.5.4.2.2.6 The webapp creates and displays a bill-of-materials. <Low>
3.5.4.2.2.7 The user gives the bill-of-materials a name and save it for later purchase. <Low>
3.5.4.2.6.1 There is a example of the completed FloorPlan. <Low>
A5.3 Links among Webapp Features (3/3)
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<Row (↓): Link out>

3.5.4.2.2.7 The user gives the bill-of-materials a name and save it for later purchase. <Low>
3.5.5.2.1 The user selects 'Purchase' from major functions menu bar. <Low>
3.5.5.2.2 Request user to choose the payment method (credit card, PayPal, etc.). <Low>
3.5.5.2.3 When the user chooses credit card, one should enter the card number along with security number. <High>
3.5.5.2.4 When the user chooses PayPal, one logs-in to PayPal. <High>
3.5.6.2.1 The user selects ' Tech. Support' from major functions menu bar. <Low>
3.5.6.2.2 Provide the users the FAQs. <Low>
3.5.6.2.4 Q&A bulletin is provided. <Low>
3.5.7 Contacting Customer Support

3.5.7.2.1 The user selects 'Contact' from major functions menu bar. <Low>
<Column(→): Link in>

3.5.4.2.2.7 The user gives the bill-of-materials a name and save it for later purchase. <Low>
3.5.4.2.6.1 There is a example of the completed FloorPlan. <Low>
3.5.5.2.2 Request user to choose the payment method (credit card, PayPal, etc.). <Low>
3.5.5.2.3 When the user chooses credit card, one should enter the card number along with security number. <High>
3.5.5.2.4 When the user chooses PayPal, one logs-in to PayPal. <High>
3.5.5.2.5 The webapp shows again the bill-of-materials and allows the user to confirm the order. <Medium>
3.5.6.2.2 Provide the users the FAQs. <Low>
3.5.6.2.3 The user can give comments for FAQs by grading the FAQ categories. <Low>
3.5.6.2.4 Q&A bulletin is provided. <Low>
3.5.6.2.5 When the user writes a question on the Q&A, employee from the company writes a reply. <Low>
3.5.6.2.6 The user can download a manual of SafeHome. <Low>
3.5.6.6 Q&A Wizard is provided. <Low>
3.5.7.2.2 Webapp provides address, phone number, map of local service centers. <Low>
3.5.7.2.3 Webapp provides users a chance to chat with SafeHome employee in real-time. <Low>
3.5.7.2.4 When the user leaves a phone number, an employee calls the user back. <Low>
A6 Links that interconnect different features
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<Row (↓): Link out>

3.1.3 Alarm System

3.5.4.1.2.5 The user will build a rough floor plan by putting together outline shapes of the rooms for each floor. <Medium>
<Column(→): Link in>

3.2.1.1.2.3 When camera is registered, camera icon that has been named is created beside the FloorPlan
. <Low>
3.3.1.2.2 On the FloorPlan, location of the light can be chosen (living room, kitchen, rooms, entrance, etc.). <Low>
3.3.2.3.2.3 When there is abnormally high temperature, the SafeHome considers the situation is 'fire' and the alarm goes off. <High>
 Appendix B: Glossary 
Actor - pg.5
Actors are the different people (or devices) that use the SafeHome within the context of the function and behavior that is to be described.

A/V, Audio/Visual - pg.7 19 66
A/V stands for audiovisual, which is related to TV and radio in SafeHome. TV and radio can be remotely controlled by webapp.

Bill-of-materials - pg.26 60
Bill-of-materials describes the parts list of components needed to complete a saleable end-item. SafeHome bill-of-materials is hierarchical with top level consisting of hardware components, software features and additional materials such as shipping box, user manual, packaging, packaging labels, etc.

Camera - pg.11 63
Cameras are installed around the home for home surveillance. The user should register directly the location of cameras and then the user can monitor the place through the webapp.
FloorPlan - pg.12, 24 59
FloorPlan is an arrangement of four elements which are walls which is only for visual purpose, rooms associated with surveillance cameras, external entrances associated with security sensors and home management devices such as lightings and A/V equipments.
Frequently Asked Questions (a.k.a. FAQ) - pg.27 62
Frequently Asked Questions, listed questions and answers.
Heating - pg.16 52
The heating system depends only on the living room temperature. The user can only adjust living room temperature through the webapp. When the heating system is on, only the living room is heated.

Lighting - pg.19 54
Center light of the living room, kitchen, each room, and the entrance can be manipulated by the user through FloorPlan, in the webapp. Other lightings are not connected to the SafeHome product. The user can only turn on or off the light (degree changes are not available).

Master password - pg.8
It is the most powerful password which must be owned by homeowner.
Password Table – pg.8
This table has secondary level passwords.

Questions And Answers (a.k.a. Q&A) – pg.27
Questions And Answers, a place where people can leave questions and others can reply.

Secondary level controlling authority state – pg.8
This state is only permitted to temporal entrance.

Sensor - pg.8
Sensor is the important component to safe Home. Any invasion or accident can be detected by sensor. SafeHome knows every sensor’s ID, so if there is any emergency, SafeHome can report which sensor tell the emergency

Status - pg.20 46 55 66
Status represents the state of the residence that the user set. Status can be changed through the control panel and the SafeHome acts differently according to the state that it is in.

Thumbnail View – pg.12 48
Thumbnail view is a miniature screen size about a thumbnail that is shown when the mouse is over the icon.

Ventilation – pg.17 53
Ventilation system has sensors in living room, kitchen, and each room. Each sensor detects the level of carbon monoxide and carbon dioxide.
Appendix C: Team Meeting Log (a.k.a. who-did-what list)
Who-did-what List for project #3
Team 2
조종기

CRC Cards: Security Features

Class Diagrams: Security Features

State Diagrams: Security Features
이수현

CRC Cards: Home Management Features

Class Diagrams: Home Management Features

State Diagrams: Home Management Features

Organized the document to focus on design models.

Supplemented weak parts from analysis models based on the comments from the professor.

Unified the document in one format to increase the visibility.
조준영

CRC Cards: Surveillance Features

Class Diagrams: Surveillance Features

State Diagrams: Surveillance Features
조재영

CRC Cards: Webapp Features

Class Diagrams: Webapp Features

State Diagrams: Webapp Features
Date – 2008.4.21
Time – 19:00 ~ 21:00
Goal – Overall planning for the third project
Attendance

조종기, 이수현, 조재영, 조준영
Who did what since the last meeting

조종기 – Read the textbook, dialog.

이수현 – Read the textbook, dialog.

조재영 – Read the textbook, dialog.

조준영 – Read the textbook, dialog.

Who did what during the meeting
 
Discussed about the design models and architecture style & patterns. 


Adjusted some problems found from the last project.


Went through the dialog and the textbook to supplement the lacking requirements.

Difficulties


Not yet.

What to do at the next meeting

  Draw class diagrams, CRC cards and state diagrams concurrently.
Date – 2008.4.23
Time – 19:00 ~ 21:00
Goal – Fix and unify class diagrams, CRC cards, and state diagrams that each member made.
Attendance

조종기, 이수현, 조재영, 조준영
Who did what since the last meeting

조종기 – Drew class diagrams, CRC cards for Security Functions.

이수현 – Drew class diagrams, CRC cards, state diagrams for Home Management Fuctions.


Made the template for the CRC cards.


Supplemented the document concerning the comments that the professor gave us.


Wrote the team meeting journal while planning for the presentation.


Found some examples of state diagrams on the web to show it to the members.

조재영 – Drew class diagrams, CRC cards for Surveillance Functions.

조준영 – Drew class diagrams for Webapp features.

Who did what during the meeting
 
Talked about unifying the naming pattern of methods and variables. 


Discussed what we have missed during the last project and fixed it.

Difficulties


Telelogic Rhapsody will be expired in 4 days, so we won’t be able to use Telelogic Rhapsody when implementing SafeHome. So we started using StarUML.

What to do at the next meeting

Finish class diagrams, CRC cards and state diagrams concurrently.

Discuss about design models, architectures, etc.

Prepare for the presentation.
Date – 2008.4.25
Time – 17:00 ~ 23:00
Goal – Complete class diagrams, CRC cards, and state diagrams that each member made.
Attendance

조종기, 이수현, 조재영, 조준영
Who did what since the last meeting

조종기 – Drew class diagrams, CRC cards for Security Functions.

이수현 – Completed class diagrams, CRC cards, state diagrams for Home Management Fuctions.


Reviewed members’ cards and class diagram so that the SafeHome as a whole functions correctly.


Supplemented the document by unifying the format.


Wrote the team meeting journal.

조재영 – Drew class diagrams, CRC cards for Surveillance Functions.

조준영 – Drew class diagrams for Webapp features.

Who did what during the meeting
 
Looked over each other’s diagrams and CRC cards to find some common denominator so that they could be refined.

Difficulties

What to do at the next meeting

For who didn’t finish their job, finish class diagrams, CRC cards and state diagrams concurrently.

Date – 2008.4.27
Time – 17:00 ~ 23:00
Goal – Complete class diagrams, CRC cards, and state diagrams that each member made. Unify those into one system.
Attendance

조종기, 이수현, 조재영, 조준영
Who did what since the last meeting

조종기 – Finished class diagrams, CRC cards for Security Functions.

이수현 – Checked on each member’s performance while looking/studying for design patterns and styles.


Refactored the common classes into one class (e.g. Sensors).

조재영 – Finished class diagrams, CRC cards for Surveillance Functions.

조준영 – Finished class diagrams for Webapp features.

Who did what during the meeting
 
Answered questions and problems that other members had by discussing for a few hours.

Difficulties

What to do at the next meeting

Getting ready to turn in our work.
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� Actors are the different people(or devices) that use the SafeHome within the context of the function and behavior that is to be described.


� It is the most powerful password which must be owned by homeowner.


� This table has secondary level passwords.


� It is only permitted to enter temporarily.


� Sensor is the important component to safe Home. Any invasion or accident can be detected by sensor. SafeHome knows every sensor’s ID, so if there is any emergency, SafeHome can report which sensor tell the emergency


� Cameras are installed around the home for home surveillance. The user should register directly the location of cameras and then the user can monitor the place through the webapp.


� FloorPlan is home layout defined by user. It is explained in 3.5.4.1. (pg 23)


� Thumbnail view is a miniature screen size about a thumbnail that is shown when the mouse is over the icon.


� Center light of living room, kitchen, each rooms, and entrance can be manipulated by the user through FloorPlan, in the webapp. Other lightings are not connected to the SafeHome product. The user can only turn on or off the light (degree changes are not available).


� The heating system depends only on the living room temperature. The user can only adjust living room temperature through the webapp. When the heating system is on, only the living room is heated.


� Ventilation system has sensors in living room, kitchen, and each room. Each sensor detects the level of carbon monoxide and carbon dioxide. 


� A/V stands for audiovisual, which is related to TV and radio in SafeHome. TV and radio can be remotely controlled by webapp.


� Status represents the state of the residence that the user set. Status can be changed through the control panel and the SafeHome acts differently according to the state that it is in.


� FloorPlan is an arrangement of four elements which are walls which is only for visual purpose, rooms associated with surveillance cameras, external entrances associated with security sensors and home management devices such as lightings and A/V equipments. 


� Bill-of-materials describes the parts list of components needed to complete a saleable end-item. SafeHome bill-of-materials is hierarchical with top level consisting of hardware components, software features and additional materials such as shipping box, user manual, packaging, packaging labels, etc.


� Frequently Asked Questions, listed questions and answers.


� Questions And Answers, a place where people can leave questions and others can reply.


� FloorPlan is home layout defined by user. It is explained in 1.6.4.1.


� Thumbnail view is a miniature of screen for checking.


� FloorPlan is home layout defined by user. It is explained in 1.6.4.1.


� Thumbnail view is a miniature of screen for checking.


� FloorPlan is home layout defined by user. It is explained in 1.6.4.1.
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