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Overview - Use-case Diagram

1 Overall Use-case Diagram

Homeown

X

SafeHome
Service
Team

Guest

X

Camera

X

Administrator

Figure 1. Overall Use-case Diagram of SafeHome Product System

e There are 6 actors - Homeowner, Guest, Camera, Sensor, SafeHome Service Team, and
Administrator.

« The homeowner is the user who has all permissions.

« The administrator is the user who has administration permission.

 The guest is the user who has some permissions except administration permission.
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2 Include & Extend Diagram

Figure 2. <left> Include Relation, <right> Extend Relation

« All use-cases except Alarm Condition Encounter has <<Include>> to Internet
ID/Password Validation because all these use-cases need to be validated.

» Alarm condition encountered has <<Extend>> to all other use-cases because all
use-cases can encounters alarm conditions.
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3 Traceability Diagram
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Figure 3. <left> Requirement Specification Structure, <right> Entities of Use-case Diagram

« We reconstructed our requirement specification in order that each use-cases corresponds
to requirement specification structure's entities. So this traceability diagram is simple.
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Use-case Descriptions

1 Use-case : Arm/Disarm System

1.1 Primary actor
The homeowner

1.2 Goal in context
To activate some sensors, to deactivate sensors, or to test if all sensors are working correctly.

1.3 Preconditions
» The homeowner or the guest must have the appropriate permission if using this function via
internet.
» The system must be fully configured.
* The system must be "ready state". It means ‘all doors and windows are closed'.

1.4 Trigger
The homeowner decides to activate some sensors, to deactivate sensors, or to test if all sensors
are working correctly.

1.5 Scenario

* If the homeowner or the guest uses the control panel directly, the scenario starts at 10.

1. The homeowner or the guest enters the SafeHome Product Web site.

2. The system displays input boxes to receive internet login ID and passwords of the web
site.

3. The homeowner or the guest inputs his/her internet login ID and two passwords.

4. The system verifies ID and the passwords and loads the level data of inputted ID.

5. The system is changed to log on mode and displays major functions of SafeHome
Product.

6. The homeowner or the guest selects "Security” from menu.

7. The system displays the sub menu.

SafeHome Product Software Design Analysis
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Surveillance  Administration  Password Management Log Out

SafeHome

Arm / Disarm Sensors

Figure 1-1.

The sub menu of

Security Function
8. The homeowner or the guest selects "Arm/Disarm System" from sub menu.
9. The system displays the picture of the control panel.
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Figure 1-2.
Control Panel
10. The homeowner or the guest enters his/her password.

A. When the homeowner or the guest arms the system
11. The homeowner or the guest pushes 'away' button.
12. The system activates all sensors after tolerance time.

B. When the homeowner or the guest disarms the system
11. The homeowner or the guest pushes 'stay' button.
12. The system activates perimeter sensors. Motion detecting sensors are not activated.

C. When the homeowner or the guest turns off the system
11. The homeowner or the guest pushes 'off' button.
12. The system deactivates all sensors.

D. When the homeowner tests the sensors
11. The homeowner or the guest pushes 'test' button.
12. If all sensors are working correctly, the system displays an 'OK' sign.
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E. When the homeowner modify the master password
11. The homeowner pushes 'code' button.

12. The homeowner inputs a current master password.
13. The homeowner inputs a new master password.
14. The homeowner inputs the password again.

15. The system stores the password.

F. When the homeowner adds a new secondary password
11. The homeowner pushes 'bypass' button,

12. The homeowner inputs a new secondary password.
13. The homeowner inputs the password again.

14. The system stores the password.

1.6 Exceptions

« If the internet login ID or password is incorrect, the system displays "Wrong ID or password"
message box.

« If any errors are detected in D, the system beeps and displays the ID of erroneous sensor.

« If he/she inputs incorrect control panel password twice, the system beeps three times and
does not accept user's input for 5 minutes.

« If the system encounters an alarm condition, all arm/disarm functions does not work until an
alarm condition is destroyed or the homeowner calls off an alarm by setting "off" mode.

1.7 Priority
Highest

1.8 When available

First increment

1.9 Frequency of use
Many times per day

1.10 Channel to actor
Via the SafeHome Product WebSite or via the control panel

1.11 Secondary actors

Sensors

1.12 Channel to secondary actors
Hardwired and wireless interfaces.

2 Use-case : Arm/Disarm Sensors

2.1 Primary actor
The homeowner or the guest

2.2 Goal in context

SafeHome Product Software Design Analysis
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To activate or deactivate some sensors, to deactivate sensors

2.3 Preconditions
» The homeowner or the guest must have the appropriate permission.
» The system must be fully configured.

2.4 Trigger

The homeowner decides to activate/deactivate sensors via internet.

2.5 Scenario
1. The homeowner or the guest enters the SafeHome Product Web site.
2. The system displays input boxes to receive internet login ID and passwords of the web
site.
3. The homeowner or the guest inputs his/her internet login ID and two passwords.
. The system verifies ID and the passwords and loads the level data of inputted ID.
. The system is changed to log on mode and displays major functions of SafeHome
Product.

(2NN

6. The homeowner or the guest selects "Security” from menu.

7. The system displays the sub menu.

8. The homeowner or the guest selects "Arm/Disarm Sensors" from sub menu.

9. The system displays a floor plan of the house.

10. The homeowner selects a sensor icon from the floor plan.

11. The system displays the status of the sensor - "Activated" or "Deactivated" or "Alarm"
and menu - "Activate sensor”, "Deactivate sensor".

Surveillance  Administration  Password Management Log Out
- SafeHome
Arm / Disarm System
Arm / Disarm Sensors
O Floor Plan (mf=] O Sensor Infermatlon — 0B
1D : 002

Type : Window Intrusion

o

o5 ¥ opls
A g State : DEACTIVATED

A

s

A
KIT ! &
!

\"I g
S 1

& door/window sensor
M motion detector (beam shown)
€ video camera location Figure 2-1

Selecting a sensor
from the floor plan

A. When the homeowner activates sensor

12. The homeowner selects "Activate sensor" button.

13. The system activates selected sensor of the house.

14. The system changes the status of selected sensor to "Activated".
15. The system displays "Sensor is activated." message box.

B. When the homeowner deactivates sensor
12. The homeowner selects "Deactivate sensor" button.
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13. The system deactivates selected sensor of the house.
14. The system changes the status of selected sensor to "Deactivated".
15. The system displays "Sensor is deactivated." message box.

2.6 Exceptions

o If the internet login ID or password is incorrect, the system displays "Wrong ID or
password" message box.

o If the system encounters an alarm condition, all arm/disarm functions does not work until
an alarm condition is destroyed or the homeowner calls off an alarm by setting "off"

mode.
Surveillance  Administration  Password Management Log Out
e SafeHome
Arm / Disarm Sensors
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[m] Alarm Encounter! [uS]
A
| Alarm!!!
K‘:T.I i There is a problem in your house!l!
Detected Type : Mation Tracking 1D : 001
——+—| Detected Type : Window Intrusion 1D : 002
§ doorwindg Fiqure 2-2
A motion detector (beam shown) g N
Gaceo S nom Iocalion Alarm condition
encounter on the
security functions
2.7 Priority
Medium

2.8 When available

Second increment

2.9 Frequency of use

Some times per week

2.10 Channel to actor
Via the SafeHome Product Website

2.11 Secondary actors

Sensors

2.12 Channel to secondary actors

Hardwired and wireless interfaces.

3 Use-case : Alarm Condition Encounter
3.1 Primary actor
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The sensor

3.2 Goal in context

To servers a notice to the homeowner and the SafeHome service team when a sensor event is
occurred.

3.3 Preconditions
» The system must be fully configured.

3.4 Trigger

When any abnormality detected by the sensors.

3.5 Scenario
1. The system recognizes an alarm event from sensors.
2. The system calls to monitoring service and provides informations about the location of
the house and what has been detected after tolerance time.
3. The system reports what happened to homeowner via control panel, PC, web browser,
and telephone. It displays the message box which contains prompting messages and
system status information.

3.6 Exceptions
o If the internet login ID or password is incorrect, the system displays "Wrong ID or
password" message box.
o If the system encounters an alarm condition, all arm/disarm functions does not work until
an alarm condition is destroyed or the homeowner calls off an alarm by setting "off"

mode.
Surveillance  Administration  Password Management Log Out
e SafeHome
Arm / Disarm Sensors
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3.7 Priority
Highest

3.8 When available

First increment
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3.9 Frequency of use
Few times

3.10 Channel to actor
Via the SafeHome Product Website

3.11 Secondary actors
The SafeHome service team

3.12 Channel to secondary actors

Via phone call

4 Use-case : Show Current Video

4.1 Primary actor
The homeowner or the guest

4.2 Goal in context

To view current output of camera placed throughout the house from any remote location via
the Internet for surveillance.

4.3 Preconditions
» The homeowner or the guest must have the appropriate permission.
» Cameras must be fully configured.
» Cameras must be well-positioned to pan in all of range without any interruption.

4.4 Trigger

The homeowner or the guest decides to view the current video via the Internet.

4.5 Scenario

1. The homeowner or the guest enters the SafeHome Product Web site.

2. The system displays input boxes to receive internet login ID and passwords of the web
site.

3. The homeowner or the guest inputs his/her internet login ID and two passwords.

4. The system verifies ID and the passwords and loads the level data of inputted ID.

5. The system is changed to log on mode and displays major functions of SafeHome
Product.

6. The homeowner or the guest selects "Surveillance” from menu.

7. The system displays the sub menu and the floor plan of the house.

A. When the homeowner uses the floor plan to select a camera

8. The homeowner or the guest selects a camera icon from the floor plan.

9. The system displays current video at one frame per second and zoom scroll bar and
pan scroll bar in the bottom of window.
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Security EVEIEGTE]  Administration  Password Management Log Out

SafeHome

Thumbnail Views

(] Current Video a8

Recorded Video

| Make Password on this Video |

£ door/window sensor

¥ molion dotecier (oA Shown ) o [T R Zaco TITTTITIT Ot

C video camera location

Figure 4-1.
Selecting a video
from the floor plan

B. When the homeowner uses the thumbnail to select a camera

8. The homeowner or the guest selects "Thumbnail views" from sub menu.

9. The system displays thumbnail of videos.

10. The homeowner or the guest selects an image to view.

11. The system displays current video at one frame per second and zoom scroll bar and
pan scroll bar in the bottom of window.

Security Surveillance Administration Password Management Log Out
ST SafeHome

(] Current Video a8

Thumbnail Views

[} Thumbnail

12|11

Current Video Recorded Video

| Make Password on this Video |

o [T R Zaco TITTTITIT Ot

Figure 4-2.
Selecting a video
from the thumbnail

[=]

4.6 Exceptions
« If the internet login ID or password is incorrect, the system displays "Wrong ID or
password" message box.
« If the guest selects any locked video, the system displays a password input window and
guest can see video only if he/she enters correct camera password. if not, the system
shows only black screen.
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Security RIGTEERTEY  Administration  Password Management Log Out
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Figure 4-3.
Selecting a locked
video
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« If there is any locked video, the system displays "locked video" thumbnail image.
Security EVEIERTE  Administration  Password Management Log Out
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password [~
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Figure 4-5.
in [TTTTRTTZ5 50 T owt g .
Selecting a locked
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o If the system encounters an alarm condition, the system displays a message box that
contains an alarm message and why the alarm is activated.
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4.7 Priority

Moderate

4.8 When available

Second increment

4.9 Frequency of use
Some times per month

4.10 Channel to actor
Via the Internet for surveillance.

4.11 Secondary actors
The cameras

4.12 Channel to secondary actors
Hardwired and wireless interfaces.

5 Use-case : Show Recorded Video

5.1 Primary actor
The homeowner

5.2 Goal in context

To view recorded output of camera placed throughout the house from any remote location via
the Internet for surveillance.

5.3 Preconditions
» The homeowner or the guest must have the appropriate permission.
» Cameras must be fully configured.
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5.4 Trigger

The homeowner decides to view the recorded video via the Internet.

5.5 Scenario

1.
2.

8.
9.
10
11

B.
8.
9.

10.
11.
12.
13.

The homeowner or the guest enters the SafeHome Product Web site.
The system displays input boxes to receive internet login ID and passwords of the web
site.

. The homeowner or the guest inputs his/her internet login ID and two passwords.
. The system verifies ID and the passwords and loads the level data of inputted ID.

The system is changed to log on mode and displays major functions of SafeHome
Product.

. The homeowner or the guest selects "Surveillance" from menu.
. The system displays the sub menu and the floor plan of the house.

. When the homeowner uses the floor plan to select camera

The homeowner or the guest selects a camera icon from the floor plan.
The system displays current video.

. The homeowner or the guest selects "Recorded Video" button.
. The system displays recorded video at one frame per second and Month-Day-Year

button and time slide.

Security SIGTEHERTSY  Administration  Password Management Log Out

SafeHome

(] Recarded Video o8

I Floor Plan (mi=]

g —
|

5 - ———
Current Video Recorded Video

| Make Password on this Video |
& door/window sensor Month

Day ‘Year
M motion defector (beam shown) ] 'I |4 - |2DDB vl

' video camera location

Figure 5-1.
Selecting a
recorded video
from the floor plan

00h Time 24h

When the homeowner uses the thumbnail to select camera

The homeowner or the guest selects "Thumbnail views" from sub menu.

The system displays thumbnail of videos.

The homeowner or the guest selects an image to view.

The system displays current video.

The homeowner or the guest selects "Recorded Video" button.

The system displays recorded video at one frame per second and Month-Day-Year

button and time slide.
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5.6 Exceptions

« If the internet login ID or password is incorrect, the system displays "Wrong ID or
password" message box.

« If the guest selects any locked video, the system displays a camera password input
window and guest can see video only if he/she enters correct camera password. if not,
the system shows only black screen.

o If there is any locked video, the system displays "locked video" thumbnail image.

« If there is no recorded video, the system displays "Data not found" image on the video
screen.

« If the system encounters an alarm condition, the system displays a message box that
contains an alarm message and why the alarm is activated.

5.7 Priority

Low

5.8 When available

Third increment

5.9 Frequency of use
Some times per month

5.10 Channel to actor
Via the Internet for surveillance.

5.11 Secondary actors

The cameras

5.12 Channel to secondary actors
Hardwired and wireless interfaces.
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6 Use-case : Camera Password Management

6.1 Primary actor
The homeowner

6.2 Goal in context
The homeowner sets/modifies/deletes the password to each cameras.

6.3 Preconditions
» The homeowner has the administration permission.

6.4 Trigger

The homeowner decides to set the camera password.

6.5 Scenario
* After selecting a specific camera

A. When the homeowner locks video or modify a password

1. The homeowner selects "Make Password on this Video" button.

2. The system displays a window consist of two input boxes.

3. The homeowner inputs same passwords into two input box and selects "Confirm" button.

Security EILEEGESY  Administration  Password Management Log Out
S SafeHome
Floorplan Views

Current Video

ml=
Make Password os

You can make or clear password on this gd Video
camera, Please enter new P@SSWOI’d or
select delete password,

New Password E
Confirm Password [**7 |
{must be four digit number or characters)

|Confirrn| | Delete Password | | Cancel |

Figure 6-1.
Locking/modifying/
deleting a camera
password

dn {117 R TZ2e T G

LIIIIIIIIIIIIIPanOI||||||IH‘

B. When the homeowner deletes a password

1. The homeowner selects "Make Password on this Video" button.
2. The system displays a window consist of two input boxes.

3. The homeowner selects "Delete Password" button.

[l

6.6 Exceptions
« If the internet login ID or password is incorrect, the system displays "Wrong ID or
password" message box.
« If the homeowner inputs different passwords at A.3, the system displays an alert message
box and blank input boxes to input passwords again.
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o If the system encounters an alarm condition, the system displays a message box that
contains an alarm message and why the alarm is activated.

6.7 Priority

Low

6.8 When available

Third increment

6.9 Frequency of use
Some times per month

6.10 Channel to actor
Via the Internet for surveillance.

6.11 Secondary actors
The cameras

6.12 Channel to secondary actors
Hardwired and wireless interfaces.

7 Use-case : Internet Login ID/Permission Management

7.1 Primary actor
The administrator

7.2 Goal in context
To register new IDs or change other ID's permission to access SafeHome Product Website's
functionality.

7.3 Preconditions
» The homeowner has the administration permission.

7.4 Trigger
The Administrator decides to register new IDs or change other ID's permission to access
SafeHome Product Website's functionality..

7.5 Scenario
1. The administrator enters the SafeHome Product Web site.
. The system displays input boxes to receive internet login ID and passwords of the web site.
. The administrator inputs his/her internet login ID and two passwords.
. The system verifies ID and the passwords and loads the level data of inputted ID.
. The system is changed to log on mode and displays major functions of SafeHome
Product.
. The administrator selects "Administration" from menu.
7. The system displays the sub menu.

U b~ W N

(o))
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8. The administrator selects "ID/Permission Management" from sub menu.
9. The system displays IDs which is registered to the system and check boxes.

A. When the administrator registers a new secondary ID

10. The administrator selects "New ID Registration" buttons.

11. The system displays input boxes to receive ID and passwords of the new secondary ID.
12. The administrator inputs a new ID and two passwords and selects "Confirm" button.

13. The system stores the new ID's data and refreshes the ID list of 9.

Security Surveillance ELIGIIHIENLY ~ Password Management Log Out

5 b s =T s afe"ome

| Sensor Threshold Management |

| Floor Plan Management |

] ID / Permission Management mi=] ] New [D Registration 0=

S SHTTE New ID

YourlD_01 % [F] New Password 1
YourlD_02 % il New F 2

YourlD_03 =

Figure 7-1.
Registration of a
new secondary ID

B. When the administrator changes other ID's permission.

10. The administrator changes other ID's permission using the check boxes and selects
"Confirm" button.

11. The system stores the permission data.

Security Surveillance ERGIIEIENNY — Password Management Log Out

T Sub menus a8 sa fe"ome

1D / Permission Management

| Sensor Threshold Management |

| Floor Plan Management |

0 ID / Permission t [=]
Security Surviellance
YourlD_01 % O
YourlD_02 % O
YourlD_03 %
| Save Permission | | New ID Registration |

Figure 7-2.
Changing ID's
permission
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C. When the administrator delete existing ID

10. The administrator selects "X" buttons exists by each of IDs.
11. The system displays confirming window.

12. The administrator selects "Confirm" button.

13. The system deletes the ID's data and refreshes the ID list of 9.

Security  Surveillance Password Management Log Out
E——— SafeHome
1D / Permission Management
| Sensor Threshold Management |
| Floor Plan Management |
0 ID / Permission t =t
e ID Deletion =]
Caution!
oD ot Will you really delete this ID?
YourlD_02 %
YourlD_03 % YourlD_01
T

7.6 Exceptions

Figure 7-3.
ID deletion
confirming window

« If the internet login ID or password is incorrect, the system displays "Wrong ID or

password" message box.

« If the system encounters an alarm condition, the system displays a message box that contains
an alarm message and why the alarm is activated.

7.7 Priority

Low

7.8 When available

Third increment

7.9 Frequency of use
Some times per month

7.10 Channel to actor
Via the SafeHome Website

7.11 Secondary actors
None

7.12 Channel to secondary actors
None
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8 Use-case : Sensor Threshold Management

8.1 Primary actor
The administrator

8.2 Goal in context
To set tolerance time from perceiving intrusion state to alarm state(alarm) or from pushing
armed button to armed state(away) or sets up CO, smoke, and water level sensor's threshold.

8.3 Preconditions
» The homeowner must have the administration permission.
 The system must be fully configured.

84 Trigger
The administrator decides to register new IDs or change other ID's permission to access
SafeHome Product Website's functionality..

8.5 Scenario
1. The administrator enters the SafeHome Product Web site.
2. The system displays input boxes to receive internet login ID and passwords of the
web site.
3. The administrator inputs his/her internet login ID and two passwords.
4. The system verifies ID and the passwords and loads the level data of inputted ID.
. The system is changed to log on mode and displays major functions of SafeHome
Product.

Ul

6. The administrator selects "Administration" from menu.
7. The system displays the sub menu.
8. The administrator selects "Sensor Threshold" menu.
9. The system displays floor plans and threshold control slide bars.
Security  Surveillance Password Management Log Out
5 YT S ufe"ome
| ID / Permission Management |
Sensor Threshold Management
| Floor Plan Management | 0 Seror Thrashold ]
Intrusion / Motion Tracking
] Floor Plan (=] Awary Tolerance m sec
[=T 11 2|
DF:"S l 5 I:farm Tolerance = “;4
ML C'IIIIIIIIIIIIIIIIIIIIIIIIS
|
Mg LR €O Level PPM
[=] [ 1 [
e at Water Level [ 10] em
i [=1 [ 1 I
Smoke Level [ 5]% .
o oorwindow seneor E i ) Figure 8-1.
A motion detector (beam shown) |
& video camera location Changmg the
sensor threshold
values

10. The administrator controls threshold of each sensor with its own control slide bar
and selects "Confirm" button.
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11. The system stores the sensor threshold values.

8.6 Exceptions
o If the internet login ID or password is incorrect, the system displays "Wrong ID or
password" message box.
o If the system encounters an alarm condition, the system displays a message box that contains
an alarm message and why the alarm is activated.

8.7 Priority

Low

8.8 When available

Third increment

8.9 Frequency of use
Few times

8.10 Channel to actor
Via the SafeHome Product WebSite

8.11 Secondary actors
The sensor

8.12 Channel to secondary actors
Hard wired and wireless interfaces

9 Use-case : Floor Plan Management

9.1 Primary actor
The administrator

9.2 Goal in context

To set up an appropriate floor plan and settings for cameras and sensors via Internet to use
whole sensors and cameras.

9.3 Preconditions
» The homeowner must have the administration permission.
« All sensors and cameras can be represented by the library of sensors and cameras.

9.4 Trigger

The administrator decides to set up or change an floor plan.

9.5 Scenario
1. The administrator enters the SafeHome Product Web site.
2. The system displays input boxes to receive internet login ID and passwords of the web site.
3. The administrator inputs his/her internet login ID and two passwords.
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4. The system verifies ID and the passwords and loads the level data of inputted ID.

5. The system is changed to log on mode and displays major functions of SafeHome
Product.

6. The administrator selects "Administration" from menu.

7. The system displays the sub menu.

8. The administrator selects "Floor Plan Management" from sub menu.

9. The system displays the sub-sub menu.

A. When the administrator draws a new floor plan

10. The administrator selects "Setup a New Floor Plan" from sub-sub menu.

11. The system displays grid, icons which stand for walls, doors, and windows, and libraries of
sensors and cameras.

12. The administrator draws a floor plan on the grid using appropriate icons and libraries.

13. The system stores the floor plan data.

Security  Surveillance Password Management Log Out
S—— SafeHome

| 1D / Permission Management |

| Sensor Threshold Management |

Floor Plan Management

O sub-submenus — OH]| [ Fioar Plan o= ]
-
|
A
Lengn 128 Figure 3-1.
— Drawing a new
floor plan

B. When the administrator edits the existing floor plan.

10. The administrator selects "Edit the Existing Set-up" from sub-sub menu.

11. The system displays pre-defined floor plans with grid, icons, and libraries.

12. The administrator changes the floor plan, and selects "Confirm" button (moving sensors or
cameras, adding new ones, deleting existing ones, editing setting for cameras and sensors,
or editing the floor plan).

13. The system stores the floor plan data.
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Security Surveillance ELIGIIEIEHNY  Password Management Log Out

m; Sub menus o8 su fe"ome

| 1D / Permission Management |

| Sensor Thresheld Management |

Floor Plan Management

O Sub-sub menus — OB O Floer Plan 2 =]
- - s I [ ] 5 r
s* KoR |

MlllC'IIIIIIIIIIIIIIIIIIIIIIIIS
= .
KIT 4! fg A
IIIII a
; 2]
Lengin 128 1 E'dgljlfe 9t'h2- ”
_— iting the existing
floor plan
9.6 Exceptions

o If the internet login ID or password is incorrect, the system displays "Wrong ID or
password" message box.

o If the system encounters an alarm condition, the system displays a message box that contains
an alarm message and why the alarm is activated.

o If the floor plan isn't closed, the system displays "The floor plan must be closed" message

box.
Security  Surveillance Password Management Log Out
u vy SafeHome
| 1D / Permission Management |
| Sensor Thresheld Management |
Floor Plan Management
O Sub-sub menus o] ‘Wrong Information! =] [m[=]
Setup a New Floor Plan ERROR! r
Floor plan must be cloesed.
Check your floor plan please. .
m P
| = &
Lot 128 1 Figure 3-3.
L None-closed floor
plan error
9.7 Priority
Low
9.8 When available
Third increment
9.9 Frequency of use
Few times
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9.10 Channel to actor
Via the SafeHome Product WebSite

9.11 Secondary actors
None

9.12 Channel to secondary actors
None
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Swimlane Diagrams

1 Arm/Disarm System

Homeowner

Interface

Sensars

( Enter web site

anut D and two passwords

display input box )%

Venfy ID and passwordsj

input tries rem

walid

( Leg On

v

( Select "Security” menu L
Gelect "Arm/Disarm Sensaors” mf

Enter Password T’/

e

7 invalid

Prompt for reentry

Mo input tries remain

Display submenu )

Display Control Panel )

Push "away" button

Activate all sernsors

Push "stay" button

[activates perimeter sensors

Push "off" button

deactivates all sensors
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Push "test" button

Fush "code" button

Input master passwoard

v

Gwput riew master password

v

-y W

All sensors a

B working correcthy )

Display "OK" sign

=

Test sensors

p

Beep and display erroneous sensor IEJ\

Input password again

-

Push "bypass" button

Input new secondary password

v

Store the password

®

( Input the password again )

> Staore the password

Error detected
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Arm/Disarm Sensors

Homeowner

Interface

Sensors

v
(o)

T——

anut ID and two pasmrd;j’”

_‘_-h-'""-—.

(

’[ Verify ID and passwords )

input tries rer

display input box )%

valid
Log On

(= )
=

(Select “Arm/Disarm Sensors® memJ

—]

\

( Select a sensor icon

invalid

Prompt for reentry

Mo input tries remain

P

Display submenu )

T —y

( Display floor plan )

L —

ey

Vv

(Selact “Activate sensor® huttna

[ Display sensor status and menu)
A

—_—

(Change sensor status to "Activated )é

hain

f———
! Activate selected sensoD

NE
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W

( Display "Sensor is activated.” )
Select "Dectivate sensor” huﬂoa (is

o
_—____———_____'__‘*‘_'__\__‘.H

(Deacﬁvate selected SEI’ISOI‘)

<g——

Change sensor status to "Deactivated”

v

Display “Sensor is deactivated"
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3 Surveillance

The homeowner

Interface

The cameras

Enterwieh site

S

display input bax

<
Input ID and two passwords

valid

Verify ID and passwords

Lag On
i)

invalid

Prompt for reentry

input tries remain

Mo input ties remain

Requir

Select surveillance

Dispaly submenu and floor plan Rospol

Select a specific camera

Thumbnail view:

Ge\ect a camera icoD (Se\ect thumbnail views}

Select one

%(

Displaly thurmbrail

] Require
R

)<

View current video

espond
Display cumrent video )

0

Set apassword for a camera

Selcet recorded video

Set a password fora cam

Exit this functiop

Make new or modify

(Se\ect Make paaswordj Ge\ect Malke password)

Display recorded video
Display a window

Input two same passwords

v

Select confirm

Display a window

)e
)
——

Disappear the window )

7 Input the sight

Input the sight
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4 Internet Login ID/Permission Management

Administrator

Interface

Enterweb site

Input |0 and two passwords

L

display input box

valid

Verify |D and passwords

Lag On

Select Administration menu

Select "Internet Login IDPermission
Management"

invalid
Prompt for reentny

input tries remain

\

( Display "Internet Login ID/Permission

Management” window

Selec]"Cancel"

Select "New IDR

Select " butto

egistration” button.

Display confirming
window

-

"Confirm”

Select

Delete |D's Information in
CPl Server

e

Input and |0 and two passwords

Display window with
three input boxes

Register the new |D's information
in CPl Server
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Change Permissions

Selgct "Confirm”

\

(Save Permissian Information in CPl Server
4
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5 Sensor Threshold Management

Administralor Interface

Y
=

P

anut 1D and two passwordsj

/L display Input box | 2

Verify ID and passwords

valid

invalid

Prompt for reentry input Irigs remain

( Select Administration menu

( Select "Sensor Threshold Management® K

Change Threshold using Control slide bar
matching each sensor

Mo input tries remain

>
Display FloorPlan and Centrol silde bar
matching each sensors

Display control bar to set the threshold of
the sensor

> —

Selecl)"Confirm®

( Save all changes H
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6 Floor Plan Management

Administrator Interface

Enter web site

display input box

————

(Input 12 and two pessworusj

Verify ID and passwords

walid

irvalid

Prompt for resntry

| Log On
[ Selact Administration Menu ]

inpul nes remain

Mo nput thes |e<||'|l

( Select "FloorPlan Management” j

Select "Edit an gisting Set-up”

Display Error Message
View an Existing FloorPlan View an Emply Gnd “SOME SANSars are not exist’.

4 Display icons which stands for windows,
doors, walls and librarias of sensors
and camearas

/{i Display modified FloarPlan ]

Add new components or delete efisting components using tools

k Check gach Sensors in FloorPlan ]

Exit this function (Saléect OK pr Cancel button )
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Sequence Diagrams

1 Validation

CPl Server

3: Validate |D/Passwords

Homeowner or Guest Interface
T [
| |
| |
|
Enter Web Page |
|
|
| |
| 1: Ask ID/Passwords |
.l..q |
2: Input ID, PW1, PW2
>
<

7: Display Usable Major Functions

4: Send Accept Sign

5. Request |D's Permission Information

6: Send ID's Permission Information
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2 Arm/Disarm System
2.1 Common

Homeowner Interface
| [
| |
| |
| |
| I
| |

ref I |
| I
| |
: Validation - Homeowner :
| I
| I
| |
I 1
| |
| |
! 1: Select "Security" menu '
] ty [>_1_
2: Display submenu
<
3: Select "Arm/Disarm system" menu [)
Q 4: Display Control Panel
5: Enter Password
D

Validate Password
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2.2 Mode Change - Away

Homeowner Interface Sensor

Arm/Disam Sysfem - Common

1: Push "Away" button

I
|
|
|
|
I
|
|
|
|
|
| |
| |
| |
T T
| |
| |
|
2 Activates all sensors {)[5
| |
| |
| |
| |

———— el ] e e e e e e e ]

2.3 Mode Change - Stay

Interface Sensor

]

1

|

I

T

|

|

|

|

Arm/Disarm &-’Ftern - Commen :
| |
| |
| |
| |
] T
| |
| |
| |
|

1. Push "Stay" button

az
= T e e
%

DD 2: Activate Some Sensors 1
|
|

2.4 Mode Change - Off

| Homeowner ‘ | Interface Sensor |

Armi/Disam System - Common

1: Push "Off" button

i DLL[ 2: Deactivate All Sensors
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2.5 Mode Change - Test

Homeowner Interface Sensor

Arm/Disarm Sysﬁfm - Common
|

1. Push "Test" button

2: Test All Sensors

3: Worki ctl
4: Display "OK" Sign Sl

2.6 Master Password Change

Homeowner Interface

I I
| |
| |
| |
I I
ref | |
| |
| |
| |
I Arm/Disarm System - Common I
| |
| |
| |
| |
I I
| 1: Push "Code" button |
| DL
2: Input current master password
>
[Validate Master Passmrd]
3: Input new master password
>
4: Input new master password again
>
”
|
: ( Save new Master Passmrdj
| T
| |
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2.7 Secondary Password Change

Homeowner Interface
I I
| |
| |
| |
T T

ref I I
| |
| |
| |
: Am/Disarm System - Common :
| |
| |
| |
| |
] T
| |
| 1: Push "Bypass" button |
| s

2: Input new secondary password
>
3 Input new secondary password again >

ey

{ Bave new Secondary Password ]
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3 Arm/Disarm Sensors

3.1 Activate Sensor

=i

Homeowner Interface Sensor
I [ I
| | |
| | |
| | |
| | |
T | I

[ ref) I | I
| | |
| | |
| | |
: Validation - ||-|0meownef :
I | I
| | |
| | |
| | |
I I |
| | |
| 1: Select "Security" menu | |
| [k |

|
|
2: Display submenu |
< I
|
3: Select "Arm/Disarm sensor” menu :
l
4: Display Floor Plan |
i l
S: Select Sensor lcon !
|
> I
|
& Display sensor status and menu |
< I
|
7. Select "Activate Sensor" button ]
|
8: Activate sensor I

9: Change status to "Activate”

=

10: Display "Sensor is activated.” I
< :
1 |
|
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3.2 Deactivate Sensor

Homeowner Interface Sensor
I | |
| | |
I | |
I | |
I | |
T I T

ref | I |

I | |

| | |

: Validation IL Homeowner {

| | |

| | |

| | |

| I E

1: Select "Security" menu

| i |

> |

|

2: Display submenu |

4 play i

|

3: Select "Arm/Disarm sensor’ menu |F

> I

|

4: Display Floor Plan I

|

i |

5: Select Sensor Icon |

b |

& Display sensor status and menu E

|

|

7. Select "Deactivate Sensor” button |

> E

&: Deactivate sensor |

9: Change status to "Deactivate”

10: Display "Sensor is deactivated.” |

L L |

| | |

I | I
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4 Show Current Video
4.1 Use Floor Plan

The homeowner or the guest

Interface

Cameras

ref

I
|
|
I
|
I
I
Validation - Homeowner or C%uest

1: Select "Surveillance”

|
!
|
I

2: Display sub menu and FloorPlan

e

3: Select a camera icon from FloorPlan

6: Display current video and zoom/pan scroll bar

4: Request the view

5: Respond

<
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4.2 Use Thumbnail

The homeowner or the guest Interface Cameras

ref

) I

Validation - Homeowner or Guest

1: Select "Surveillance”

}———1—

|
|
|
|
1
|
|
|
|
]
|
|
|
Dy |
|
|
2: Display sub menu and FloorPlan :
< |
|
|
|
3: Select "Thumbnail views" D |
|
|
|
|
4: Display thumbnail of videos I
<l |
|
|
|
5: Select an image :
D |
|
6: Request the view |
7: Respond
<l
8: Display current video and zoom/pan scroll bar :
L |
| i5 |
I | |
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5 Show Recorded Video
5.1 Use Floor Plan

The homeowner or the guest Interface

ref

Validation - Homeowner or Guest

1: Select "Surveillance”

, CEER T [ ————

D
<} 2: Display sub menu and FloorPlan
3: Select a camera icon from FloorPlan
D
4: Display current video
<
5: Select "Recorded Video" button D
6: Display recorded video and M-D-Y button and time slide
<
T T
I 1
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5.2 Use Thumbnail

The homeowner or the guest Interface

( Enter SafeHome website )

ref

Validation - Homeowner or Guest

1. Select "Surveillance”

f——t+————]———— ]

D>
Q 2: Display sub menu and FloorPlan
3: Select "Thumbnail views"
D
4: Display thumbnail of videos
<
5: Select an image D
6. Display current video
<
7: Select "Recorded Video" button
D
8: Display recorded video and M-D-Y button and time slide
<
T T
| I
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6 Camera Password Management

6.1 Use Floor Plan

The homeowner

1: Select Make Password on this video button

Interface

<

2: Display a window consist of two input boxes

Input same passwords
into two input box

)

3: Select confirm button

6.2 Use Thumbnail

The homeowner

1: Select Make Password on this video button

=

Interface

2: Display window two input boxes

AV
|

3: Select Delete Password button
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7 Internet Login ID/Permission Management
7.1 New ID Registration

1
ref] i
1
I
‘Validation -:Administmmr

T R M——

1: Select Administration Menu.

2: Display sub-menus.

&

3: Select "Internet Login ID/Permission Management”,

G: Display ID/Permission Management window.

4: Request Current 1Ds’ Permission Information

5. Send Current IDs’ Permission Information

R e

7: Select "Mew |D Registration®.

8: Display 3 input boxes,

4: Input |DAwo passwords

10: Request ID Registration.

12: Send Complete Message

11: Check Duplication

<]
13: Reguest Current |Ds' Permission Information
14: Send Current IDs' Permission Information
15: Display |D/Permission Management windaow, Iﬂ
i g I
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7.2 Delete an existing ID

3: Select "Intemet Login ID/Permission Management”.

Administrator System CP| Server
| | I
! | |

T/ i :
| | I
| | |
I Validation -|Administrator :
| | |
| | |
| | |
} t }
| | |
L 1: Select Administration Menu. L :

> I

|

2 Display sub-menus. I
|

q I
I

I

I

I

|

|

L

4: Request Current IDs’ Permission Information

&: Display ID/Permission Management window.

7: Select delete(X) button by certain |D.

&: Confirm deletion.

9: Confirm.

&: Send Cumrent IDs' Femmission Information

10: Request deleting Selected ID's all information.

11: Send Complete Messege

<

12: Request Cument |Ds' Permission Information

14: Display ID/Permission Management window.

13. Send Current |Ds' Permission Information
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7.3 Permission Management

Administrator System CPI Server

ref]

1
|
i
|
|
|
: Validation - Administrator
|
|
|
|
|

|
|
i
1: Select Administration Menu. L

2: Display sub-menus.

<

3: Select "Intemet Login ID/Permission Management”.

AV
e, upigsin oo spgg e |

4: Request Current |Ds' Permission Information

& Send Cumrent |Ds' Permission Information

&: Display ID/Permission Management window.

Change Pemmission

7. Select "Confimm™.

8! Request to update |Ds' Permission Information.

9: Send Complete Messege
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8 Sensor Threshold Management

Administrator Interface

I I
| |
| |
| |
I I

ref I I
| |
| I
: Validation - Administrator :
| |
| |
| I
f f
L 1. Select Administration Menu. D!_

2: Display sub-menus.
<
3: Select Sensor Threshold Management. D
4: Display FloorPlan with Control slide bars matching each sensor.
Change Threshlods
U 5: Select "confirm".
>
|
: l Save Changes
|
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9 Floor Plan Management
9.1 Set-up a New Floor Plan

Administrator Interface Sensors

|
|
}
ref |
|
|

Validation q Administrator

|
|
;
T
|
|
|
|
|
|
|
f
|
|
-

|
|
|
|
|
1: Select Administration Menu. L

2: Display sub-menus.

3: Select FloorPlan Management.
4: Display sub-sub menu.
5: Select "New Set-up"
£
6: Display empty grid with tools
[ Set FloorPlan ]
7. Select "confirm” >

8: Check All sensors working

9. Send Working Message

Save FloorPlan
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9.2 Edit and existing FloorPlan

Administrator Interface Sensors

]
|
ref |
|

Validation { Administrator

[
|
;
T
|
|
|
|
|
|
|
f
|
|
e

f——t——

1. Select Administration Menu,

2: Display sub-menus.

=

3: Select FloorPlan Management.

4: Display sub-sub menu.

5. Select "Edit an existing FloorPlan®

&: Display an existing FloorPlan with tools

[ Set FloorPlan ]

7: Set FloorPlan and select "confirm"

8: Check All sensors working

9: Send Working Message

=
Save FloorPlan I

i i i e |
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APPENDIX

A. Glossary

SafeHome Product

The product that consists of the
SafeHome Product software,
home-based PC, control panel, wireless
box, sensors, cameras, accessibility to
CPI servers and service team.

SafeHome Product software

The software that manages storing
data, sensor and camera setting and
external access.

SafeHome Product service team, service
team

The division of the SafeHome company
that provides the password-missing
case disposal service, the
sensor-detection disposal service and
SO on.

SafeHome Product Web site
The web site that operates SafeHome
Products.

administration

The permission level that allows user to
use all functions of the SafeHome
Product software.

administrator
The user who has the administration
permission.

camera
A optical device that records video

data.

control panel

The interface located in the house of
the homeowner and providing security
mode changing functions.

CPI server

The server computer located in the
SafeHome company and providing the
web service.

guest

A person who doesn't have the
administrator permission or isn't the
homeowner.

home-based PC or PC

The computer located in the house of
the homeowner, storing all data except
web data and providing exceptional
access gate.

homeowner
The user who has the house and
purchases the SafeHome Product.

input box

A blank form that the system displays
to receive data from the homeowner or
guest.

internet login ID/password
A ID and passwords that needs to log
in to SafeHome Web site.
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master password

A password that needs to operate the
control panel. Master password owner
can make/delete secondary passwords.

message box
A box form that the system displays to
inform the homeowner or the guest.

permission
The authority that needs to use some
functions.

priority
The order that how much the user
want to use.

secondary password

A password that needs to operate the
control panel. Secondary password
owner can not make/delete another
secondary passwords.

sensor
A device that detects specified objects.

thumbnail

Snapshots provided by the SafeHome
Product software to let users know the
content of the video file.

threshold
A bounded value that doesn't make
sensors to respond.

tolerance time

The time that the system waits after
the first sensor response. After
tolerance time, if there is the sensor
reponse yet, the system makes phone
call to SafeHome Product service team.

validation

The process that the system verifies a
internet login ID and passwords,
changes user state to log-in state and
gives appropriate permission.

wireless box

The device located in the house of the
homeowner and providing wireless
transmission among the home-based
PC, control panel, cameras and sensors.
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B. Word Index

A

activate 10

administrator 20

alarm 11

arm/disarm 7

away mode 8

B

bypass mode 9

C

camera 13

code mode 9
control panel 8

D

Data not found 18
deactivate 10

F

floor plan 13, 24
frame per second 17
G

grid 25

I

Internet login ID 7
L

library 25

locked video 15

M
master password 9
Month-Day-Year 17

o)

off mode 8
P

permission 20
R

ready state 7

S

secondary password
sensor 7

stay mode 8
surveillance 13

T
test mode 8
thumbnail 14
tolerance 23
Vv

video 13
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C. Picture & Table Index

Figure 1. Overall Use-case Diagram of SafeHome Product System ... 5
Figure 2. <left> Include Relation, <right> Extend Relation ... 6
Figure 3. <left> Requirement Specification Structure, <right> Entities of Use-case Diagram ... 7
Figure 1-1. The sub menu of Security FUNCLION ..ot sseeeneees 9
Figure 1-2. CONtrol PAn@l ...ttt st 9
Figure 2-1. Selecting a sensor from the floor plan ... 11
Figure 2-2. Alarm condition encounter on the security functions .........ocercrmienrine 12
Figure 3-1. Alarm condition encounter on the security fuNCtions ..., 13
Figure 4-1. Selecting a video from the floor plan ... 15
Figure 4-2. Selecting a video from the thumbnail ... 15
Figure 4-3. Selecting a 10Cked VIAEO ... 16
Figure 4-4. The camera password IS INCOIMECT ... 16
Figure 4-5. Selecting a locked video from the thumbnail ... 16
Figure 4-6. Alarm condition encounter on the surveillance functions ... 17
Figure 5-1. Selecting a recorded video from the floor plan ... 18
Figure 5-2. Selecting a recorded video from the thumbnail ..., 19
Figure 6-1. Locking/modifying/deleting a camera password ..., 20
Figure 7-1. Registration of a new secondary ID ... 22
Figure 7-2. Changing ID'S PErMISSION ..o seeesessese st ssssssss s st ssssssnes 22
Figure 7-3. ID deletion confirming WINAOW .......c.coocirimeenceineeeeeeieeesseessseessessssesssseesseseens 23
Figure 8-1. Changing the sensor threshold values ..., 24
Figure 9-1. Drawing @ NeW floOr Plan ... sssesssss s 26
Figure 9-2. Editing the existing floor Plan ... 27
Figure 9-3. None-closed floor Plan €ITOr ...t 27

D. Meeting Records

To be continued on the next page.
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The 8th Meeting Record

, ) Instructor prof. Moon-zoo Kim
Course CS350 Software Engineering :
Recorder Eut-deum Kim
Time | March. 28th, 2008. p.m. 05:00~07:00 | Location | esung room in €5
building
Subject Supplementary requirement, division of jobs in drawing diagrams
Student Num Name Remark
20010090 Eut-deum Kim
Attendant 20030364 Myung-kyung Lee
20060034 Ji-seong Gu
20060340 Da-bi Ahn

VeESO~300N

© The Contents of the meeting

1. The Essential Activities
- Based on professor's comment, we conclude to add more details, pictures and

- Are there need to be separated the interface section out of the functional

- The link table generating function of DOORS is not so excellent. It can't show

- We agree to draw the swim-lane diagrams about the parts written by each

- But there was some questions about principles in drawing diagram, so we are

link table.

requirements? We will first add pictures on the requirement specifications with
captions and later talk about separating.

abstraction of entire link table, even the whole number of generated links. So,
we will make out the link table by a word processor.

and later integrate and modify them.

scheduled to have a meeting with TA - after midterm exam, in April 4th.

% We admit and agree with the contents of this meeting record.

Eut-deum Kim Myung-kyung Lee
Signature
Ji-seong Gu Da-bi Ahn
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The 9th Meeting Record

, ) Instructor prof. Moon-zoo Kim
Course CS350 Software Engineering -
Recorder Eut-deum Kim
. : . Meeting room in CS
Time April. 4th, 2008. p.m. 03:00~05:00 Location .
building
Subject Talk with TA about drawing diagrams
Student Num Name Remark
20010090 Eut-deum Kim
Attendant 20030364 Myung-kyung Lee
20060034 Ji-seong Gu
20060340 Da-bi Ahn

@

®

VeSO ~300N

© The Contents of the meeting

1. The Essential Activities
- We have the meeting with Chang-hee Lee, TA to ask advice.

- He advises us like below.

@ The items must be labeled detailed. Which object does that function?

- We agree to talk about reconstruction and abstraction structure of the requirement
specification in next meeting.

It is necessary to reconstruct the existing requirement specification. Divide
specifications into items that have same abstraction level. If you do so,
drawing use-case diagram and writing descriptions will be much easier.

Do not afraid of duplication in scenario - for example, duplicated scenario
like 'validation of ID'". It will be better to remove 'general function' item. It
can make the clients confused. The most important point in requirement
specification is 'easy to understand to the clients'.

Consider about 'cross cutting concern' like validation. If any item is used
widely in many functions, you can describe more detailed in the separated
module and link them.

Pay attention to these questions: 'What kind of functions in the system?’,
'How can the client use that functions?'

Use-case diagram is drawn in one feature as possible as you can. If you
need, you can extend use-case entity about one level, but the entities
must be in similar abstraction level. Dividing diagram will be executed in
the design step.

% We admit and agree with the contents of this meeting record.

Eut-deum Kim Myung-kyung Lee
Signature
Ji-seong Gu Da-bi Ahn
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The 10th Meeting Record

, ) Instructor prof. Moon-zoo Kim
Course CS350 Software Engineering -
Recorder Eut-deum Kim
Time April. 6th, 2008. p.m. 03:00~0500 | Location | esung room in €5
building
Subject Reconstruction of the Requirement Specification
Student Num Name Remark
20010090 Eut-deum Kim
Attendant 20030364 Myung-kyung Lee
20060034 Ji-seong Gu
20060340 Da-bi Ahn

VWeESO~300N

© The Contents of the meeting

1. The Essential Activities
- We talk about how to reconstruct requirement specifications.

- To achieve similar abstraction levels among items, we divide items into two

- Some similar detailed items are deleted and merged.

parts.

@ Functional Requirements includes core functions - security and surveillance
function. Different access method will be described in the same item as
alternative scenario.

@ Non-functional Requirements includes additional functions for user's convenience
- administration functions and the others.

@ All 'general functions' are deleted and their contents are merged with appropriate
items.

@ In surveillance function - pan & zoom and thumbnail processing are merged
with general functions and become initial scenario of surveillance function.
The other functions are reorganized into 'show current video' and 'show
recorded video'.

® In administration function - ID registration and permission management are
merged. Sensor threshold management and tolerance time management
are merged, Because these functions have similar role.

% We admit and agree with the contents of this meeting record.

Eut-deum Kim Myung-kyung Lee
Signature
Ji-seong Gu Da-bi Ahn
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© The Contents of the meeting

2. the essential structure of the requirement specifications.
- As a result, we have a abstraction diagram like below.

Functicnal Security Arm / Disarm
Reguirement Functicn System

Alarm Condition

Encounter
L | Surveillance Generate Show
Functicn Wideo Output Current Video
Sho
Recorded Widec
|| Camers Password
Management
Mon-functicnal Administration ID / Fermissicn
C Reguirement Functicn Management
o
n Senscr Thresheld
t | Management
e anagement
n
; L | Flocrplan
Management
] ETC. Inztallation
Internet Login
PW Management
3. Next schedule
- Because we have lots to do - preparing for presentation - we agree to finish
reconstruction and diagrams until this weekend.
- We are scheduled to have next meeting on Friday.
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E. Who-did-what list

Here is our who-did-what list in student number order.

Eut-deum Kim Wrote all meeting records.
Made document forms.
Drew a use-case diagram

Myung-kyung Lee Drew the Security Functions swimlane diagram
Drew the Security Functions sequence diagram

Ji-seong Gu Drew the Administration Functions swimlane diagram
Drew the Administration Functions sequence diagram

Da-bi Ahn Drew the Surveillance Functions swimlane diagram
Drew the Surveillance Functions sequence diagram
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